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Jurisdictional Issues Raised by e-Commerce 

Abstract 

Internet activity which crosses boundaries between states, provinces and coutries 

raises questions of which courts should take jmisdiction over the cornplaint or to prosecute the 

offence and what level of internet activity constitutes a sufficient comection with the forum for the 

courts to properly exercise juisdiction. The answer to this question is important to Canadians doing 

business on the Intemet so they know what country or state laws must be honored, where and in what 

circumstances they can be subjected to litigation and to know whether a U.S. judgment will be 

recognized and enforced in a Canadian jurisdiction where their assets are located. 

A review of the case Iaw in the U.S. and Canada reveals a trend by the courts to 

assume both adjudicative and prescriptive jurisdiction based on little more than that the Intemet 

activity results in harmful effects in the fonun if the legislation, law or regulation sought to be 

enforced is one involving a 'protection of the public'. In strictly pnvate disputes, such as a breach 

of contract action or trademark dispute, the courts generally look fht to ensure that the cause of 

action arises fiom the Intemet activity and, if that comection is found, will address whether there 

are sufncient additional contacts to justify the assumption of jurisdiction over the defendant and to 

meet the requirements imposed by the constitutions of the country where the action is brought. 
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Electronic commerce ('ce-commerce'') k t  emerged in the 1960s on private 

networks established by large organizations, where electronic data interchange (EDI) and 

electronic fcunds transfer (EFT), particularly for banks, dominated developrnent. The 

cornpetitive advantages gained by large organizations using etommerce were envied by 

smaller orgaaizations, but it was not until the development of the Internet' that e-commerce 

began to be available to these h s .  Although the Intemet was established as a closed 

network by the U.S. military for security communications, once it became public, it evolved 

into an open system accessible by people around the world? The explosive growth of the 

Internet has dramaîically changed how people live and communicate, and how finns conduct 

bu~iness.~ 

The growth of e-commerce is paralleled by the growth in its definition. 

Where once EDI and EFT defined e-commerce, e-commerce now includes any commercial 

activity conducted over networks linking electronic devices. E-commerce is an economical 

I The Intemet is a global collection of networks comeaing and sharing information through a 
common set of protocols. It allows computen attached to networks to communicate effectively 
regardess of make, architecture, operating system or location. Uniilce traditionai fonns of 
communication, separate networks with separate technologies for voice, data and video aansmission 
are no longer necessary. The Intemet can carry these over one simple  truch hue, such as telephone 
lines, cable lines, or wireless devices. 

2 Signifîcant milestones in the development of the Intemet, and e-commerce, include: 1969 - 
IntemetlPAnet; 1989 - wwwhtml language invented at CERN; 199 1 - NSF Lifts restrictions on 
commercial use of internet; 1993 - Mosaic browser invented at University of Illinois is released to 
public; 1994 - Netscape releases Navigator browser; 1995 - Dell, Cisco and Amazon begin to 
aggressively use intemet for commercial transactions. 

3 Statistics on e-commerce are widely availôble. Industry Cana& provides these figures for 
dissemination: Global Intemet Commerce - 1998: Business to Business: US $68 billion; Business 
to Co~lsumw. US $13 billion; Expected Global Internet Commerce- 2003: Business to Business: US 
$5960 billion; Business to Consumer: US. $240 billion; Canadian Internet Commerce- 1998: Total 
US. $5.5 billion.; Expected Canadian Intemet Commme - 2003: Total US $70 billion (2.1% of 
global value). Targeted Canadia. Internet Comma~e  - 2003: total US $160 billion- See: 
htto.J/stratenis.ic.ac.cahrirtual hosts/e-codusmden/~om~.Ddf Signifiant among these statistics 
is that Canadians rank with Arnericms as the most Internet-coxmected people in the G-7. 
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way of accomplishing tasks that traditionally required a great deal of time and money from 

businesses. Selling products, invoicing, controlling inventories, and communicating with 

supplias and customers are now conducted at incredible speed, with dramatically reduced 

costs. Given the explosive growth of this form of communication, e-commerce will have 

uicreasing significance to the economies O fmost developed nations. In fact, e-commerce has 

been described as 'Yhe revolution for the 2 1 st century." The revolution will be digital, with 

information, goods, money and services spinning around the globe with breathtaking new 

speed and efficiency. 

The exponential growth of the intemet as a medium for global commercial 

activity presents significant challenges to many areas of law including traditional 

juisdictional d e s .  The "borderless" nature of the Intemet as an intemational network of 

interconnected cornputers has diminished the relevance of factors such as distance, the 

physical presence of individuals and temtorial controls. A person wishing to conduc! 

business over the Intemet through a website has the option of operathg fiom a server in his 

own office, or 'renting' space nom a local Internet s e ~ c e  provider (ISP). Altematively, the 

e-businesman can arrange for a foreign ISP to carry his website content as the main provider 

or to operate a mUror site, which would allow those accessing his site fiom the foreign ISP 

to obtain access to the content faster. 

The website content can be as simple as an advertisement for the product 

being offered or the Company offering the product More ofien, the website is used to aliow 

a customer to place an order for almost any product or service imaginable. Although we tend 

to think of the Internet as primarily providing retail goods and services to the consumer, its 
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major growth has been in the business to business sector. A car manufachire, for example, 

would no longer have a person sitting behind a desk ordering the parts and components 

required in the course of the assernbly process. Instead, the manufacturer wouid have a 

software program that 'knows', based on current sales, speed of production and other factors 

when the cornpany requires delivery of the parts and will order those parts automatically, 

using electronic agents. The parts supplier's computer, in him, will automaticdly order the 

components that company needs in order to deliver the parts to the car manufacturer withh 

the t h e  specified. You'll note that once the software program is created, no M e r  human 

intervention is required; the entire transaction being completed by electronic agents. 

Generally the parties to these types of transactions will negotiate a contract that deds with 

questions of forum jurisdiction, which jurisdiction's law applies to the conûact and whether 

or not the provisions of an international convention are to apply or be excluded. 

Although these business to business transactions do raise some novel legal 

issues arising fiorn the use of the Internet (can an offer be accepted by an electronic agent?), 

the more troublesome (and interesting) issues arise h m  those circumstances where the result 

of one person's actions on the Intemet are immediately available and accessible and can 

affect persons and entities in different States worldwide. For example, a defamatory 

staternent that is made available in one jurisdiction rnay affect a person located in another 

jurisdiction. Use of a trademark registered in Canada to sel1 a product over the Internet may 

inninge the tradernark of a company selling the same product under the same name in a 

foreign state. An activity such as gambling may be legal in one state but ilIegal in another 

date where the website is accessible. Ifa doctor gives medicd advice over the Internet, must 
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he be licensed in every state where the advice is accessiile? Intemet activity that crosses the 

boundaries between States raises questions of which courts shoutd take jurisdiction over the 

complaint or to prosecute an offence and, if jwisdiction is assumed, which laws should be 

applied to the conduct in question. 

Presently, the courts of the United States are the vanguard in grappling with 

these new issues raised by the advent of the internet, with little Canadian precedent to date. 

It is expected that the Amencan experience to date will be instructive to Canadian courts 

faced with the issue of whether to take jurisdiction over a dispute involving the internet. 

Specifically, the cases will aid in determining how to apply the concepts of "real and 

substantial connection" and "properly restrained jurisdiction" as identified by the Supreme 

Court of Canada in Morguard Investments Ltd. v. De Savoye4 when faced with the inevitable 

litigation that will occur involving the Internet. It is vitd to Canadians doing business on the 

intemet to know what country or state's laws must be honored, where and in what 

circumstances they can be subjected to litigation and to know whether a U.S. judgment will 

be recognized and enforceci in a Canadian ju-risdiction where their assets are located. 

The purpose of this paper is to review and analyze some of the many legal 

issues raised by e-commerce activities. 

4 Morguard Invesments Lrd v- De Savoye [1990] 3 S.C.R. IO7ï at 1 103. 



THE INTERNET 

One must understand how the Internet operates to fully appreciate how 

international law is so profoundly impacted by its presence. As descnbed by one US. 

judge? 

The Intemet is not a physical or tangible entity, but rather a 
giant network which intercomects innumerable srnaller 
groups of linked computer networks. The 'web' is a vast 
decentraiized collection of documents containing text, visual 
images, and even audio clips, This web is designed to be 
inherently accessible fiom every Intemet site in the world. 

Another U.S. decision characterized the Intemet as6 

... a worldwide network of cornputers that enables various 
individuals and organizations to share information. The 
Internet allows computer users to access millions ofWeb sites 
and Web pages. A Web page is a computer data file that can 
include names, words, messages, pictures, sou& and links 
to other idormation. 

Every Web page has its own Web site, which is its address, 
W a r  to a telephone number or street address. Every Web 
site on the Internet has an identifier cailed a 'domain name' ... 

The participants in the process cm be grouped into three general categories: 

the communication providers, the content providers and the end users. 

5 Bhenthal  v. h d g e ,  992 F.Supp. 44 (D.D.C. at 1998) at 48, footnotes 6 and 7. 

6 Pananm'on iintern., LP. v. Toeppen, 938 F.Supp. 616 (C.D.Cal.1996) at 1318. 
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Each website is stored on a server and the World Wide Web aIlows an end 

user to obtalli information stored on the server by using a computer program known as a 

"browser" installecl on the user's machine. Provided the user's computer has software that 

is capable of interpreting the file formats (or language) available, the titles stored in that 

website c m  be accessed and downloaded by the end user. The Copyright Board described 

it very succinct ly :' 

The essence ofwhat the Intemet is and what occurs on it can 
be stated in a few sentences. It is a teleconununications 
network. Its purpose is to transmit files containing data, 
including music as that term is commonly understood. In 
order for a transmission to occur, the following events must 
take place. First, the file is incorporated to an Intemet- 
accessible server. Second, upon request and at a time chosen 
by the recipient, the file is broken d o m  into packets and 
transmitted from the host server to the recipient's server, via 
one or more routers. Third, the recipient, usuaily using a 
computer, can reconstitute and open the file upon reception or 
save it to open later, either action involves a reproduction of 
the file, again as that term is commonly understood. 

Does anyone own or control the Intemet? Andrew Terrett, in his article "A 

Lawyer's Introduction to the Intemet"' describes how many people and h s  own and 

control various small parts of the Internet, but there is no single body that has overall control 

of activities on the Intemet. Terrett describes this fiactional ownership as fol10ws:~ 

7 Decision of  the Copyright Board, Statement of the Royalties to be Collected for the Perjiormance or 
the Communication by Telecom>nunicution, in Canada, of Music or Dramatico-Mmcal Works, 
October 27, 1999, at 25. 

x L. Edwards and C. Waelde (eds.), Law & the Internet: reguIaring cyberspace (Oxford: Hart 
hibtishing, 1997). 

9 A. Texrett, "A Lawyr's Introduction to the Intemet" in L. Edwards and C. Waelde (eds.), tav & the 
Internet regulating cyberspace (Oxford: Hart Publishmg, 1997) at 17. 



Networks within ciiffient countnes are fùnded and managed 
according to local policies and Iaws. This is both one of the 
internet's greatest strengths and one of its main weaknesses. 
Ownership is distributed between countries and their 
govemments, corporations, universities and telecom utilities. 
Each individual computer attached to the internet will be 
owned by someone, whether acorporation, 6rm or individual. 
Telecommunications utilities own the physical wires over 
which data is transferred. internet Service Providers (so- 
called ISP's), telecom utilities or universities will own the 
data routing equipment Thus a wide variety of organizations 
each play a part in owaing the internet. 

As a result, there are many differing interest groups that are competing to 

control the way in which the intemet is used. These include Internet software vendors, 

software users, free speech advocates, advocates of censorship, govemments, information 

scientists, information providers (both commercial and non-commercial) network 

administrators and corporations. 

The htemet was once the dornain of the rnilitary and academics. This is 

cIearly no longer the case. Today the Internet is both a personal tool and a powerfil business 

tool utilized for the exchange of electronic messages and documents between a corporation's 

various branch offices, for advertising, proMding information, publishing and online ordering 

and provision of products and services, to name but a few. 

There is wide-spread acceptance of the Intemet as a critical tool in marketing 

one's product to a wide range of consumers. From a computer located anywhere in the 

world, a user can now type in "amazoacom" and, within a matter of minutes, complete a 

transaction that will result in books and CDS being delivered to his door within days. Where 

the product being purchased wnsists of software or information, the entire transaction cm 
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be initiated and completed on the Internet by downloading the software or information being 

purchased (for example, the purchase of software or the purchase of a subscription to a 

magazine or semice that is offered on the Intemet). The Internet is also being used to trade 

securities, and numerous brokerage h s  are now offering the ability to trade around the 

clock through the Internet at a lower commission than wouid otherwise be payable to a 

traditional broker. Although these trades must still be confhned by a broker before being 

submitted to an exchange for execution, it is expected that systems in the fiiture will allow 

the entire transaction to be completed without any human intervention. This presents both 

opportunities and problems for replators trying to protect purchasers from aggressive, and 

sometimes less than honest, stock promoters. 

Al1 of these new business models involving the Internet raise interesthg 

jurisdictional issues. A review of the cunent state of the law will disclose that in most cases, 

more than one state may assert that a sufficient component of the transaction occurred in that 

state or in some mannet affected its residents to nich an extent to justiQ that state in 

assuming jurisdiction over the the cornplaint. Obviously, as the Internet expands as a mode 

of business activity, the courts will be faced with adjudicating more and more disputes with 

the Internet as a significant component in that dispute. 

JURISDICTTON INVOLVFNG THE INTERNET 

Generai Princi~les of Jurisdiction Under United States Law 

One of the basic tenets of international law is that sovereign States have 

exclusive jurisdiction in theV own tenitory As a result, states are often hesitant to exercise 
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jwisdiction over events that may take place in the temtory of another sovereign state without 

good reason.1° Implicit in the concept of sovereignty is the undisputeci right of a state to 

control both the residents w i t .  its jwisdiction and the rights relating to property within that 

state's juridiction. Even when a court has inherent jurisdiction over the parties to a dispute 

or the subject matter of that dispute, there are still circumstances when the court will decline 

to take jurisdiction. One example is where the parties to a contract have agreed that another 

state (or province) will have exclusive jurisdiction in any dispute relating to that contract. 

Another is where the court fïnds that the dispute should properly be resolved in another, 

more appropriate, jwisdiction. 

Under U.S. Iaw, a court cm assert general jurisdiction over a defendant that 

is domiciled (or incorporated) within the state, or over a foreign defendant that has engaged 

in "systematic and continuous" activities in the f o m  state." These activities must be "so 

substantial and of such a nature as to justify suit against it on causes of action arising from 

dealings entirely distinct h m  those activities".12 A h d h g  of general jurisdiction over a 

de fendant pennits a court to exercise personal jurisdiction (and apply ail its laws) over a non- 

resident defendant regardless of whether the subject rnatter of the cause of action has any 

comection to the forum. It wilI also allow the court to adjudicate any claim against that 

defendant. 

10 Libman Y. The Queen [1985] 2 S.C.R. 178. 

I I  See generally Gary Born and David Westm, ~nternational CM& Lihgation in Unired States Goum 
Commentwy & MaterîaiLr 2* ed (Boston: Kluwer Law and Taxation Publishers, 1992). 

12 International Shoe Co. v. Wmh, 326 US. 3 10 (1945) at 3 18. 



If a U.S. court nnds that it does not have g e n d  jurisdiction over a defendant, 

it can still assert lirnited jdsdiction over the defendant for that specific litigation (a 

trademark infiingement action, for example) if a state's jurisdictional statute confers personal 

jurisdiction and there is a sufncient connection between the forum, the cause of action and 

the non-resident defendant. In these circurnstances, jwisdiction is taken by the state over 

non-resident defendants pursuant to what are called "long ami statutes", which provide for 

"long ami" jurisdiction over, and service of process upon, defendants located outside the 

forum but who have specified contacts within the state.I3 Although the statutes Vary nom 

state to state, there are three basic approaches. Some states use a brief formula to d e h e  the 

circumstances when a court cari take jurisdiction. For example the Texas statute provides 

for jurisdiction over any non-resident defendant who "engages in business" in the state. 

Some exhaustively list the various circumstances when the court can exercise jurisdiction'4 

whereas other long arm statutes permit the courts of that state to exercise personal 

jurisdiction over non-resident defendants to the constitutional limits of the due process clause 

of the fourteenth amendment. The fourteenth amendment to the U.S. Constit~tion~~ limits 

a state's ability to take jurisdiction when to do so would "offend traditional notions off& 

play and substantial justice".I6 

13 Gary Born and David Westin, Intentational Civil Litigation in United States Courts: Commentmy & 
MatenàJs 2nd cd. (Boston: Kluwer Law and Taxation PubIishers, 1992) at 29. 

14 Gary Born and David Westin, International C M  Litigation in United States Courts: Commentmy & 
Mûtena 2nd ed. (Boston: Kiutlver Law and Taxation Publishers, 1992) at 29. 

IS The fourteen amendment to the U.S. Constitution provides that no state shall "deprive any person of 
Me, liberty, or property, without due process of law". 

16 International Shoe Co. v. Wmh, 326 US. 3 10 (1945). 



Simply put, the constitutional requirement of "due process" is met, and acourt 

is perxnitted to exercise personal jurisdiction over a non-resident defendant for forum related 

activities, when the relationship between the defendant and the fonim falls within the 

"minimum contacts" framework ofIntemational Shoe Co. v. Wmh. l7 There are various tests 

utilized by the U.S. courts to determine whether such "minimum contacts" exist. One 

example is the three pronged test as descnbed in Panavision Inteni.. L.P. v. Toeppen:'' 

1. the non-resident defendant must do some act or 
consurnmate some transaction with the forum or 
perform some act by which he purposefuli'y avails 
himself of the privilege of conducting activities in the 
forum, thereby invoking the benefits and protection of 
its laws; 

2. the claim must be one which urises out of or results 
fiom the defendant's forum related activities; and 

3. the exercise O fjurisdiction must be reasonable. 

"If any one of the three requirements is not satisfied, jurisdiction in the forum 

would deprive the defendant of due process." l9 

The first prong of the test, namely the "purposeful availrnent test" differs 

dependuig upon the underlying cause of action:' however, in general ternis, the defendant's 

t7 International Shoe Co. v- Wmh. 326 U.S. 3 10 (1945). 

18 Panavision Intem. LP. v. Toeppen, 938 F.Supp. 616 (C.D.Ca1.1996). 

19 ûmeluk v. Longsten, etc,, 52 F. 3d 267 (9th Ch. 1995) at 269. 

20 Punavbion 1ntern.J.P- v. Toeppen, 938 F.Supp. 616 (C.D.CaL 1996). 
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activities must be of a quality and nature that he would anticipate being haled into that 

fonun's court? 

The second prong requires that the cause of action arises ftom or is the result 

of the transaction or act performed by the defendant within the state? This test "... preserves 

the requirernent that there be some nexus between the cause of action and the defendant's 

activities in the for~rn ."~  

The "reasonableness" requirement must be met even though the hrst two 

prongs of the test have been met and the defendant has been found to have "minimum 

contacts" with that state. This third prong requires that the court's exercise of jurisdiction 

cornports with "fair play and substantial justice"?4 In Burger King Corp. v. R ~ d z e w i c z , ~  

the court identified seven factors that must be considered to justiQ the exercise of 

jurisdiction: 

1. the extent of defendant's purposehl interjection; 

2. the burden on the defendant in defading in the fonun; 

3. the extent of conflict with the sovereignty of the defendant's state; 

4. the forum state's interest in adjudicating the dispute; 

5. the most efficient judicial resolution of the controversy; 

21 Worlhvt'de Volkrwagen Corp. v. Woodson. 444 U.S. 286 (U.S.Okla. 1988). 

22 Humen v. Derickia, 357 U.S. 235 (1958) at 253. 

24 Burger King Corp. v. Ru&ewïa, 471 U.S. 462 (1985) at 477 (quoihg international Shoe Co. W. 

Wizrh, 326 U.S. at 320). 

u Burger King G r p .  v. R U & ~ C Z ,  47 1 U.S. 462 (1985) at 477. 



- 14- 

6. the importance of the f o m  to the plaintifls interest in convenient and 

effective relief; and 

7. the existence of an alternative forum. 

Another test used by the courts to daim jurisdiction over a non-resident 

defendant is the "effects test'' of Calder v. J0ne9~ which focuses on the extent to which the 

defendant's tortious conduct is aimed at or has effect in the forum state. The "effects 

doctrine" provides that in tort actions, jwisdiction cm be predicated on: (i) intentional 

actions; (ii) expressly aimed at the forum state; (iii) causing h m ,  the brunt of which is 

suffered - and which the defendant hows is likely to be suffered - in the forum's state?' 

In most cases, and when applying both the 'minimum contacts' test and the 

'effects test', the court's focus in the due process analysis is on the defendant's relationship 

to the forum, and the litigation, rather than the plaintifYs relationship to them? 

Notwithstanding the court's focus, it is often difficult to discem the precise contours of the 

due process lirnits on judicial jurisdiction. 

B. The United States Ex~erieuce 

(a) The Internet and General Jurisdiction 

z6 465 U.S. 783 (1984). In Calder, the court chose to exercise jurisdiction on the basis that the 
defendants h e w  that California wodd be the "focal" point of the injuries resuiting h m  their 
mtentional, tortious conduct 

3 f m&l'on Intern., LP. v. Toeppen, 938 F.Supp. 616 (C.D.Cal.1996) at 621). See &O Intercorn, Inc. 
v. Ben Atlantic Internet Solutions, Inc.. 2000 W L  262929 (lob Ck(0kla)). 

28 H i m h  v. Blue Cross Inc, 800 F.  2d 1474 (9th Cu. 1986) at 1477. 
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As indicated above, a U.S. court c m  assert general jurisdiction over a 

defendant when that defendant has engaged in "systematic and continuous activities" in the 

forum state. Such a finding allows the court to assume unlimited jurisdiction over the 

defendant for any activity, whether or not it is connected with the Intemet activity. In cases 

involving the Intemet, when is a defendant "conducting business" sufficient to give the court 

general jurisdiction? In LDS Life Ins. Co. v. SunAmericn, Inc? an action was brought against 

various de fendants for unfair cornpetition, tortious interference with contract, violations of 

an Illinois statute, violations of the Copyright Act, misappropriation of trade secrets and 

intentional interference with business relationships. One defendant moved to have the action 

against it dismissed for Iack of personal jurisdiction. Under nlinois law, there are two ways 

that the plaintiff can establish specific (vernis general) jurisdiction over a non-resident 

corporate defendant. First, Illinois' long arm statute pennits the exercise ofjurisdiction over 

claims which aise  out of the defendant's ûansaction of business, or commission of a tort, in 

niinois. The transaction of business test rnay be satisfied by an isolated act as long as the 

plaintif& c l a b  arises out of that act. Second, the long arm statute also provides that an 

m o i s  court may exercise jurisdiction over a "corporation doing business within the state". 

No c l a h  had been submitted that SunAmerica had committed tortious acts within Illinois; 

nor was there any evidence that the plaintiff s claims arose fkom SunAmerica's commercial 

activities in Illinois. 

a D S  Life Inr. Co. v. SunAmenca, I n c ,  958 ESupp. 1258 (NJ).Iii. 1997). 



Therefore, in order to assert jurisdiction over the defendant, the plaintiff had 

to meet the higher test required for general jurisdiction and to establish Uiat SunAmenca had 

been ca-g on "continuous and systematic" business in illinois, which c m  be unreIated 

to the plaintifYs claims. The plaintiff argued that the court had jurisdiction over the 

defendant based on a national marketing campa@ which included a site on the Internet, 

advertising in nationally circulated newspapers and magazines, advertising on national 

television and, in these national advertisements, the provision of a toll kee number. The 

plaintiffs could not demonstrate that SunAmerica had directed any advertisement specifically 

to Illinois, however the plaintiff was seeking a mling that any defendant who advertises 

nationally or on the Inteniet is subject to the court's jurisdiction in any state where that 

advertising is circulated or available. 

The court di~agreed:~~ 

It cannot plausibly be argued that any defendant who 
advertises nationally could expect to be haled into court in 
any state, for a cause of action that does not relate to the 
advertisements. Such general advertking is not the type of 
"purposeful activity" related to the forum that would make the 
exercise of jurisdiction fair, just or reasonable. 

Another case where the plaintiff was arguing that the court should take 

general jurisdiction over the defendant based on national advertisements was in M c h o u g h  

v. FaIIon McElligon." In this case, McDonough, who was a photographer h m  California, 

sued the Minnesota advertising agency of Failon McEUigott. McDonough claimed the 

30 IDS Lfe Inr. Co. v. Sudmerka,  Inc., 958 F.Supp. 1258 (N..D.Iii. 1997). 

SI McDonough v. FalZon McEZligott, 40 U.S.P.Q. 2d 1827 (S.D.Cai.1996). 
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defendants had breached certain copyright provisions by reproducing a photo he had taken 

of the basketball player, Charles Barkley, in an advertisement which appeand in a national 

publication. The court confinneci that national publications do not constitute "contuiuous 

and substantial contacts" with the forum state, and therefore, the plaintiff had to rely on the 

defendant's Internet activity to meet the test for jurisdiction." 

Fallon McElligott operated a website on the Intemet. There was no 

connection between the copyright f i g e m e n t  and the website (the photo wasn't s h o w  on 

the website); however, the plaintiff asked the court to take general jurisdiction over Fallon 

McElligott based on the very existence of the website. The court refused, stating that a 

website accessed by Californians cannot establish jurisdiction by itself. Ln considering the 

issue, the court said that it was not willing to take the step that would allow jurisdiction to 

exist everywhere there was interaction with that website. To do so wodd "eviscerate" the 

persona1 jurisdiction requirement as it cmently exists and, the court went on to Say, would 

be unfair. 

Another example is Weber v. Jolly H ~ t e l ? ~  where the New Jersey Federal 

coiirt dismissed a personal injury suit against an Italian hotel Company for lack of personal 

jurisdiction. The plaintirnad been injured oveneas in a hotel operated by the defendant and 

therefore the only way the court could claim jurisdiction was if the plaintiffcouid show the 

defendant conducted business within the state sufficient to allow the court to assume 

32 For example, see GehlMg v. St. George's Sch. of Medicine. Ltd,  773 F.2d 539 (3d Cu. 1985). 

33 Weber v. Jolly Hotek, inc-, 927 F.Supp, 327 (DN.J.1997). 
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jurisdiction over the defendant. The defmdant in that case operated a website which offixed 

photographs of hotel rooms, summaries of hotel facilities, information with respect to the 

hotel rooms and telephone numbers. The plaintiff argued this was stûficient for the court to 

assume jurisdiction over the defendant in a cause of action entirely distinct fiom those 

ac tivi ties . 

The court looked at the existing case law, dividing the cases involving 

websites into three categories: the k t  category includes cornpanies that actively do 

business on the Intemet. Such activity would be manifested by a defendant entering into 

contracts with residents of a foreign jurisdiction that involved a knowing and repeated 

transmission of computer files over the internet. The second category includes those 

situations where a user can exchange information with the host computer. Whether or not 

a court should take jurisdiction in these c~umstances depends on the level of interactivity 

and the commercial nature of the exchange of information that occurs on that website. The 

third category includes what the court describes as "passive sites" which merely provide 

information or advertising. On the facts before if the court held that the defendant was 

merely operating a passive site and that to take jurisdiction of disputes in this latter category 

would be inappropriate:" 

... a hding of jurisdiction ... based on an Inteniet website 
wouid mean that there wouid be nationwide (indeed, 
worldwide) personal jinisdiction over anyone and everyone 
who establishes an Internet website. Such nationwide 
jurisdiction is not consistent with traditional personal 
jurisdiction case law .... 

34 Weber v. Joily HoteLs, Inc., 927 F.Supp. 327 (D.N.1.1997). 



- 19- 

Paîriot S'stems, Inc. v. C-cubed Co?poratiuds is a similar case where the 

defendant operated a website but there was no coanection between the website and the cause 

of action. The court declined jurisdiction in this instance as well. 

From the foregoing cases it would seem reasooable to conclude that the 

existence of a website, without more, is insufficient to give the court general jurisdiaion over 

a defendant in those circumstances where the Internet activity is unrelated to the cause of 

action, 

(b) The Internet and personal jurisdiction 

Typically, however, in most cases involving the Internet, the plahtiff is only 

asking the court to assume juisdiction over the defendant for specific litigation which arises 

out of or results nom the defendant's forum related activities. The test for such personal 

jurisdiction is therefore much lower. As indicated previously, the tests used by the courts 

to assert personal jurisdiction in these circumstauces (assuming the long ami statute permits 

jurisdiction) are the "minimum contacts" test and the "effects doctrine". 

(i) Passive Websites 

The decision in Inset Systems Inc. v. Imtruction Set, I n d 6  illustrates how low 

the threshold level of activity can be to meet the requked "minimum contacts" for personai 

jurisdiction over a given action. In Imet Systems, the plaintiff sued in its home state of 

Massachusetts for an injunction in a trademark inningement action based on the defendant's 

35 P o t n t  Systems. lnc. v. C-cubed Corporation, (1998) WL 668625 @.Utah). 

36 lmet Systems, Inc. v. Insrr~ction Set, Inc., 937 F.Supp. 161 (D.Conn.1996). 
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use of the plaintiff's name as its domain narne. The defendant was operating a website under 

the name "1nset.corn" that contained an advertisement and a toll free number - what would 

be described in Weber Hotels as a "passive site". The evidence focused on by the court 

included the fact that the defendant directed its advertising to every state, through the Internet 

and through provision of a toll fiee nurnber, and the fact that over 10,000 people were 

connected to the Internet in Massachusetts and therefore had access to the defendant's 

website. Based on these factors, the court stated that the defendant purposely availed itseif 

of the privilege of doing business with Massachusetts and therefore met the "minimum 

contacts" required for the court to assert its jurisdiction over the action. 

Inset Systemr has been describeci by one court as the "outer Limit~",~~ however, 

there was a similar result in the later case of Telco Communications v. An Apple A Day?' a 

defamation action where the defendant had done Little more (other than posting a defamatory 

press release on its website) and the court found that the website, together with a phone 

number and the "active solicitation" on that website was sufEcient to meet the "minimum 

contacts" test required by InternationaiShoe. In bothlnset and Telco Communications, there 

was a connection between the website and the cause of action and therefore the second pmng 

of the test enunciated in Panatision had been met The question was therefore whether the 

n Z . p o  Mfg. Co. v. Zippo Dot Corn, Inc ,  952 F. Supp. 11 19 (W.D.Pa.1997) at 1125. 

3s Telco Communications v. An Apple A Day, 977 F.Supp 404 (E.D.Va.1997). 
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defendant's actions met the "purposeful availment" test, and in both Inret and Telm 

Cornmunicarions a website with a phone number was sufncient to meet that t e d 9  

In the case of Bensusan Restaurant Corp. v. K i n p  the court came to a 

different conclusion because it found that the ailegedly uifringing activity of the website at 

issue was not airned at New York residents. The plaintiff in this case was the creator of a 

jazz club in New York city known as T h e  Blue Note" who also owned a federally registered 

trademark for the same name. The defendant, King, is an individual who owns and operates 

a small club in Columbia, Missouri aiso called The Blue Note. The defendant operated a 

website which contained general information about the club in Missouri as well as a calendar 

of events and tickethg Uiformation. The site included a telephone number for charge-by- 

phone ticket orders. King moved to dismiss the trademark hfkhgement action for lack of 

personal jurisdic tion. 

New York's long ami statute allows the court to take personal jurisdiction 

over any non-resident who "cornmits a tortious act within the state" as long as the cause of 

action asserted &ses fkom the tortious act. In detemiining whether this portion of the statute 

had been met, the court followed the decision of the United States Court of Appeals for the 

Second CircuiP1 where it was held that trademark hfkhgement OCCLUS "where the passing 

39 See, however, GTE N ~ Y  Media v. Bell South, D C  Cu. No. 99 - 7097, January 1 1,2000, where the 
court said that access to a website in the jurisdiction, plus telephone contact with residents was 
insufficient for personai jurisdiction, See &O Blackburn v. WaIker Oriental Rug Gaileries, I nc ,  999 
F. Supp. 636 (E.D.Pa. 1998). 

40 Bensusan Restaurant Corp. v. King, 40 U.S.P.Q. 2d 1519 (1996). 

41: Bensusan Restaurant Corp. v. King 40 U.S.P.Q. 2d 1519 (1996) at 1522- 
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off occurs, i.e., where the deceived customer buys the defendant's product in the belief that 

he is buying the plainWs." The issue, as posed by the court, was whether "the creation of 

a website, which exists either in Missouri or cyberspace - Le., anywhere the Intemet exists - 

with a telephone number to order the allegedly infringing product, is an offer to sel1 the 

product in New York."42 Under this test, any act of infigement would have occurred in 

Missouri as the only way to attend a show at the defendant's club would be to contact the box 

office in Missouri and to pick up the tickets in Missouri because the defendant did not mail 

or otherwise transmit tickets to the user. Accordingly, the court would not assert jurisdiction 

under this section of the long arm statute. 

A second section of the long arm statute pleaded by the plaintiffs was one 

which allows a court to exercise personal jurisdiction over any non-resident for a tortious act 

committed outside the state that causes injury in the state if the non-resident "expects or 

should reasonably expect the act to have consequences in the state and derives substantial 

revenue tiom interstate or international commerce" ." Fhtly, the court found that injury was 

not caused to the plaintiff in New York as the website had Wtually no effect on New York 

residents. While it is tme that the website could be accessed in New York, it was essentially 

aimed at residents of Missouri and neither caused confusion in New York nor was aimed at 

New York residents. It was found that the defendant made no effort to serve the market in 

42 Bensusm Restaurant Corp v. King, 40 U.S.P.Q. 2d 1519 (1996) at 1522. 

u Bmswan Restaurant Corp. v. King, 40 U.SIP.Q. 2d 1519 (1996) at 1522. 



-23 - 

New York, nor did it derive substantial revenue fiom out of state customers. In fact, it 

received very little revenue from out of state customers. 

Even ifjurisdiction could be established under New York's long arm statutes, 

the court found that asserthg jurisdiction over King would offend the "due process" clause. 

It was held that creation of a website, without more, is not an act purposefully cürected 

towards the state. There was no suggestion that King had any other contacts with or presence 

in New York other than the website. The court refused to take jurisdiction. 

The District Court in New York, in a later case, came to the same conclusion. 

In Hearst Corporation v. G~ldberger,~ Hearst, the owner and publisher of Esquire 

magazine, brought a trademark bfkhgement action agabut Goldberger who had established 

an Intemet domain narne and website under the name "esq.wire.com.". The website was 

offering law office hfhstructure network senrices for attorneys which was totally unrelated 

to the products offered by the plaintiff. The court found that, while Goldberger had operated 

a website, it had not sold any products or services. Furthemore, the defendant had not 

targeted the New York market, per se, and therefore the court considered the website as 

analogous to a publication in a national magazine and such advertising would not constitute 

sufncient contacts with New York to provide the court with personal jurisdiction over 

Goldberger. As a matter of policy, the court, in that instance, was not prepared to extend 

jurisdiction everywhere there is access to a website. 

44 Hearst Corporarion v. Goidberger, (1997) WL 97097 (S.D.N.Y.). 
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Likewise, in Barrett v. The Catacombs Press:5 the court refused to follow 

Inset Systems and in fact went even M e r  in holding that the posting of defamatory 

messages to various national listserves, or news discussion groups, with Links back to the 

defendantts passive website was insufficient to elevate the activity beyond that of a passive 

website for jurisdiction purposes. Like Bensusan and Hearst Corporation, the defendant 

never targeted or solicited residents of the forum. 

(ii) Passive Website and the "effects test" 

The weight of the case law suggests that something more than a website 

advertisanent available to anyone who has access to the lntemet is required for personai 

jurisdiction. The "something more" may be the intention of the defendant, which is relevant 

when applying the "effects testt'. This test was applied by the court in a "cybersquatter" case 

in California. 

Panavision Iniern., L. P. v. Toeppen" was an action based on a dispute 

between the holder of a registered trademark and the holder of a registered domain name. 

Panavision, a California business, brought a hademark hfrhgement and dilution action 

against an I lhois  resident who registered the Panavision trademark as a domain name for 

his Internet website. Mer r eg i s t e~g  the "panavision.com" domain name, the defendant 

estabiished a website displaying aerial views of Pana, &ois. At no t h e  did the defendant 

use the panavision.com name in co11.1ection with the sale of any goods or ~ervices.4~ When 

$5 Barrett v. The Catucombs Press, No. 99-736 @.C.ED. Pa. A p d  12,1999). 

56 Panavision Inteni., LP. v. Toeppen. 938 F S L ~ P -  616 (C9.Cal. 1996). 

47 Panavision Intern., L.P. v, Toeppen, 938 F.Supp. 616 (C.D.Cd.1996) at 619. 
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Panavision went to register its trademark as a domain name, Network Solutions, Inc. which 

registers Internet domain names, refûsed to ailow the registration. The plaintiff asserted that 

the sole purpose for the defendant registering the domain name was to extort money fiom 

Panavision and in fact Toeppen had dernanded $13,000 fiorn the plaintiff to discontinue use 

of the dornain name. 

The court found that it did not have general jurisdiction over the defmdant 

in that he was not a resident of California and his activities in California were not substantial, 

systematic or continuous. In fact, the onIy activity that the defendant undertook was to 

operate the website showing the view of the town of Pana under the dornain name of 

panaVision.com. Notwithstanding such minunal contacts with the state, the court took 

jurisdiction under the "effects doctrine". Applying this doctrine, the defendant was held to 

be subject to persona1 jurisdiction in California on the basis that he had registered 

Panavision's trademark as a domain name with the knowledge that the narne belonged to 

Panavision and with the intent to interfixe with Panavision's business." Further, the court 

determined that jurisdiction was proper because the defendants out of state contact was 

intended to, and did, result in harmful effects in California The court, refening to other 

Internet cases where the existence of a website was insufficient to confer jurisdiction, stated 

that those cases were not malogous to the case before the court:49 

a Pan&'on Intern., L. P. v. Toeppen, 938 F.Supp. 6 16 (C.D.Cal-1996) at 62 1. 

49 PanCNim'on Intem, LP. v. Toeppen, 938 F.Supp. 616 (C.D.Cd.1996) at 6î2. 



The issue in those cases was whether contacts with the forum 
state via the Internet ... were sutncient to confer jwisdiction. 

Although at h t  blush the cases seem similar to the case at 
bar the semblame is superficial oniy. In each of those cases, 
the parties had legitimate business and legitimate legal 
disputes. Here, however, Toeppen [the defendant] is not 
conducting a business but is, accordhg to Panavision, running 
a scam directed at California. 

In those cases where "cybersquatting" (Le. the defendant has obtained a 

domain name containhg the plaintiff s trademark and is trying to sel1 the domain name to 

the plaintiff) is an issue, the courts, as in Panavision are loathe to give the defendant any 

advantage. If the "extortion" aspect is absent, the courts tend to apply the "minimum 

contactst' test in a more objective rnanner? 

(iii) Conducting Business over the Internet 

The category of cases where the courts have little difficulty exercising 

jurisdiction are those where the Internet activity involves the conduct of business over the 

Internet including online contracts with residents of the forum or substantial inter-activity 

of a commercial nature with the website. One such example is the Ohio case of 

CornpuSeme, Inc. v. Patterson? 

CompuServe, located in Ohio, was appealing a lower court's hding that the 

defendant had insufficient contacts with Ohio to allow the court to take jurisdiction. 

Patterson, a resident of Texas, was claiming that CompuServe had idiinged its trademark 

50 See, for example, H e m t  Corporation v- Goldberger, (1997) WL 97097 (S.D.N.Y.). 

s i  CornpuSene, Inc- v- Pattemon, 89 FI 3d 1257 (6th Cir. 1996). 
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and CompuServe was seeking a declaratory judgment that it had not. The court found that 

Patterson had knowingly made an effort and had purposefully contracted to market a product 

in other States with the Ohio based CompuServe operathg as his distribution centre. In 

particular, the court found the defendant had a "substantial connection" with the forum state 

as more than a purchaser of CompuServe's services: Patterson transmitted his software fiom 

Texas to CompuServers system in Ohio; others gained access to Patterson's software via that 

system; and Pattenon advertised and sold his product through that systern.'' The court 

ultimately detemillied there was a business relationship between Patterson and CompuServe 

that had extended for some three years and therefore Patterson should have reasonably 

foreseen that canying on this on-going marketing relationship with CompuServe would have 

consequences in Ohio. 

The court had little difficulty taking jurisdiction as a result of the defendant's 

commercial activity with the forurn state in Zippo Manufocturing Co. v. Zippo Dot Corn. 

I ~ C . ; ~  an action involving a dispute between the holder of a trademark and the holder of a 

domain name. Zippo Manufacturing ("Zippo") commenced a trademark infrlligernent action 

against Zippo Dot Corn ("Dot Corn") in Pmsylvania, where Zippo manufactures tobacco 

lighten under the name "Zippo". Dot Corn is a Caüfornia Company which operates an 

Internet website and an Internet news senrice and has the exclusive right to use the domain 

names "Zippo .cornu, "Zippo.net" and "Zippo-news.comN on the Internet. The question being 

52 CompuServe, hc. v. Pattemon, 89 F. 3d 1257 (6th Cir.1996). 

55 ZrPpo Manufactwtng Co. v. Z@po Dot Corn, Inc., 952 F.Supp. 1 119 (W99a 1997). 
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dealt with by the Pennsylvania court was whether or not it had jurisdiction to hear the 

dispute. 

The court, after reviewing the recent cases, stated that "the likelihood that 

personal jdsdiction c m  be constitutionally exercised is directly proportionate to the nature 

and quality of commercial activity that an entity conducts over the Intemet"." The court 

went on to describe a "sliding scale" where at the one end of the spectnun are defendants 

who enter contracts with residents of a foreign jurisdiction that involve the knowing and 

repeated transmission of computer files on the Internet. The court felt that in these 

circumstances personal jurisdiction is proper and cited the case of CornpuSene Inc. v. 

Putterson .5' 

At the opposite end of the scale are passive websites that do little more than 

make Somation available to those pesons who are interested, and in these circumstances, 

according to the court, it is not proper for the court to exercise personal jurîsdiction. In 

circumstances where a user is able to exchange information with the host computer, the 

courts must examine the level of interactivity and the commercial nature of the exchange of 

information that occm on a website to deteTmine if mch activity is sufncient to assume 

jurisdiction. In this instance, the court held that the defendant had gone beyond the level of 

an interactive website and was exchanging information with Pennsylvania residents. Dot 

Corn had contracted with approximately 3,000 individuals and 7 Internet access providers 

54 Zippo Manufactwing Co, v. Zippo Dot Corn, Inc., 952 F S U ~ ~  11 19 (W.D.Pa.1997) at 1124. 

ss CornpuSrne, Inc. v. Paîtmon, 89 F.3d 1257 (6th Ch. 1996). 
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in Pennsylvania and the purpose of these transactions was to sel1 to the individuals electronic 

messages that could be downloaded onto their individual computers. This was a clear case 

of "doing business over the Intemet" in line with CompuServe. In addition, the court held 

that the cause of action arose out of Dot Corn's forum related conduct, as the cause of action 

for a trademark &gement occurs where the passing off occurs. In the view of the court, 

al1 prongs of the minimum contacts test had been met." 

A M e r  example in which an interactive website coupled with active 

solicitation of business on that site is the case of Maritz. Inc. v. Cybergold. I IC?~  This matter 

involved a dispute between holders of two different trademarks. The plaintiff, Ma&, owned 

the trademark for the narne "Goldrnail" in connection with an Intemet mail service who sued 

the user of the "Cybergold" mark in comection with a similar service for trademark 

inningement. The action was cornmenced in Missouri and the semer, kom which the 

defendant's website was operated, was located in California. The defendant in this case 

operated a website to promote its upcorning Intemet service which would assign users an 

electronic rnailbox and then forward advertisements for products and services that matched 

the user's interests to those electronic mailboxes. Cybergold sought to provide users with 

incentives for viewing the advertisements and to charge advertisers for access to the users 

on its mailing list. Cybergold's actuai rnailbox service was not yet in operation. The plaintiff 

M Zippo Mmufcttmng Co. v. Zippo Dot Corn, Inc., 952 F.Supp. 1 1 19 (WD.Pa.1997) at 1 127. Set also 
Mink v. RQRA Devdopment UC, 190 F3d 333,1999 Corpr. L. Dec. P 27,954,52 U.S.P.Q. 2d 12 18 
(5" Ch. Tex.) Sept 17,1999 (NO. 98-20770). 

n Marik, Inc. v. CybergoId, Inc., 947 F.Supp. 1228 (E.D.Mo.2996). 
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argued that Cybergold was actively soliciting advertising customers from Missouri whereas 

Cybergold argued that its site was merely a "passive website" in the nature of Bensururi. 

The courts, having to determine whether the defendants solicitations 

constituted minimm contacts with Missouri, held that Cybergold's contacts with residents 

of the fonun were more interactive than a "passive website". In fact, Cybergold had 

transmitted advertising e-mails to Missouri residents approximately 13 1 tirnes. This 

interactivity with Missouri residents was suffïcient to give the court jurisdiction. 

(iv) Multiple Factors 

An additional category of cases are di fficult to c lassi@ because non-htemet 

contacts factored into the court's decision as to whether the exercise of personal jurisdiction 

was proper. Digital Equipment C ~ r p . ~ ~  is one example where the "minimm contacts" test 

was satisfied by the defendant's Intemet activity plus additional factors. 

The defendant, Altavista, entered into a contract with Digital that contained 

a choice of law clause requiring the contract to be interpreted under the laws of 

Massachusetts, the jurisdiction in which the plaintiff carried on business and in which the 

action for breach of a trademark licensing agreement and trademark hfhgement action was 

commenced. In addition, it was found that Altavista was soliciting business and product 

sales through its website, including business in Massachusetts, and had made three sales to 

Massachusetts residents. It was this very conduct which gave rise to the cause of action by 

sa Digital Etpip. Corp. v. Altavbta Tech., Inc., 960 F.Supp. 456 @.Mass. 1997). 



Digital, which claimed that Altavista was infringing Digital's hademark and causing 

considerable confhion in Massachusetts as  a r d t .  

The operation of this website +ged the plaintiff s trademark and breached 

the contract between the parties and therefore created the "minimum contacts" necessary to 

exercise jurisdiction. Similar to other cases, the court drew an analogy between a website 

and national publications: on a website, potentially innumerable "copies" can be (and are) 

regularly "distributedm wherever there is access to the world wide ~ e b ? ~  In Digital, however, 

the court stated that such publication would be sufficient if it gave rise to the very conduct 

which comprises the cause of action, which would suggest, in a liberal Uiterpretation, cases 

involving defamation on the Intemet or trademark infringernent would give every state 

jurisdiction. 

In H e r o e ~ , ~  it was found that a webpage together with an advertisement in 

a local paper soliciting contributions to the defendant, Heroes Foundation, was sufficient to 

trigger juridiction. 

In Blumenthal v. Dmdge6' the defendant operated a website with defamatory 

material, but also made tnps to the District of Columbia to promote his website and made 

various contacts with residents of the District via e-mail, telephone and mail to obtain gossip 

for his c o 1 m .  The court took jinisdiction. 

59 Digr'taI E p i p .  Curp- v. Altavista Tech., Inc. 960 F.Supp. 456 @.Mass.1997) at 470. 

00 Heros, Inc v. Hem- Foundation, 958 F.Supp. 1 (D.D.C.1996). 

61 Blumenthal v. Drudge, 992 F.Sirpp. 44 @D.C. 1998). 
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Where the court nnds that there is a business relationship between the parties 

they have little hesitation in asserthg jurisdiction, particularly where that relationship results 

in a c ~ n t r a c t . ~  This holds true even where the plaintiff s daim does not arise directly fiorn 

the contractual relationship? For example, in Ediar S o e r e  Intern. v. Basis Intem. Ltd., 

it was held that a contract and a long standing relationship between the parties was sufncient 

to trigger jurisdiction for defamatory statements made by the defendant via e-mail and 

through the web page. The contract itselfobligated the defendant to distribute the plaintiff s 

products outside of Arizona, the forum state, and that New Mexico Iaw would apply to the 

contract. The only connection in the contract with Arizona was that it was the plaintiff s 

principal place of business and it was provided that the defendants were to mail their 

invoices to that address. However, the business relationship between the parties that 

involved communication by e-mail, fax and telephone with the plaintinin Arizona together 

with the defendant's website, constituted the "minimum contacts" required to take 

jurisdiction. 

(c) Summary 

An analysis of the jurisprudence in the U.S. does not reflect complete 

consistency in the application of the traditional jurisdictional niles. It appears that both the 

nature of the claim together with the connection between the activity on the Intemet and the 

cause of action are critical in a court's determination of whether a defendant, through its 

- - 

62 Hall Y. LaRonde, 66 Cd. Rptr. 2d 399 (CalApp.2Dist 1997). 

63 Edias Sofiware Intem. v. Basîs Intern. Lrd, 947 ESupp. 413 @.Ariz.1996). 
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activities on the htemet, has made sunicient contacts with the forum to confer specific 

jurisdiction on that state's courts. If the cause of action arises fiom the very existence of a 

website (defamation or trademark hfhgement, for example) the mere ability to access a 

passive website may be sufncient to give rise to jurisdiction, dthough it is likely that in 

trademark infiingement actions, other than those dealing with "cybersquatters", some other 

interactive factors, such as solicitation in the jwisdiction may be required. Notwithstanding 

that the second prong of the test described in Panavision" requires that the cause of action 

&ses out of the defendant's forum related activities, the Court will also look at factors 

unrelated to the defendant's htemet activity to see if minimum contacts exist. Accordingly, 

the greater the level of interaction between the defendant and either the residents of the state 

or the plaintiff, the greater the likelihood of the courts assuming jurisdiction. 

If there is no connection between the activity on the website and the daim, 

and there are no "other factors1', a much higher Ievel of interactivity is required in order for 

the court to assert g e n d  jmisdiction over the defendant - the court must be satisfied that 

the defendant's activities are "continuous and systematic" in that state. 

The following chart of cases categorizes the major cause of action, the level 

of Intemet activity, whether or not the Internet activity gave rise to the cause of action and 

the court's determination on the issue of juisdiction. 

64 PanNision Inteni.. L. P. v. Toeppen, 938 F S U ~ ~  61 6 (C.D.Cd. 1988) at 13 18. 
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II Patriot S'stems, Inc. v. C- 
cubed Cornoration 

tort (trademark) passive website 

passive website 1 Weber v. Jolij Hotels, Inc. tort (trademark) 

Yes II Barren v. The Catacombs ( tort (defamation) passive website 
not "aimed at" 
Pennsylvania and 
posting on 
Internet 
discussion group 

low level 
interactive 

Press 

McDonough v. Fallon 
McEIIigot Inc. 

Hearst Corporation v. 
Goldberger 

Blumenthal v. Dmdge 

tort (trademark) 

tort (trademark) low level 
interactive 

websitelactive 
solicitation 

active solicitation 
on website 
"newspapcr a&" 

active so licitation 
contract with 
plaintiff 

active solicitation 

Yes* 

Yes tort (defamation) 

Yes Yes II Heroes. Inc v. Heroes 
Foundation 

tort (trademark) 

Yes Yes Digital Equip. Grp. v. 
AltMta Tech.. Inc. 

coatract and tort 

Mmia. Inc. v. Cybergold. tort (trademark) 

Comptcsene, Inc. v. tort (trademark) 
Pattmon 

active solicitation Yes Yes 



Zippo Mfg. Co. v. ZIppo 
Dot Corn, Inc- 

Edim Sofiware Intent. v. 
Busis In tem. Ltd. 

Cause of Action 

tort (trademark) 

Internet Factors 

interactive; 
contracts with 
residenîs 

business 
relationship 

Connection 
Between Cause 
of Action and 
Internet Activity 

Yes 

Jurisdiction 

Yes 

Yes 

* The court did not focus on the conaection, but it was in fact the website activity that was the 
offensive conduct. 

From a review of the cases to date in the U.S., it would appear that the courts 

will exercise jurisdiction, where there is a comection between the Intemet activity and the 

cause of action, in the following circumstances: 

the defendant's website is located within the jurisdiction or the defendant 
operates a business in the forum; 

the plaintiff and the defendant have a business relationship expressed in a 
contract or developed through other means; 

the defendant actively solicits business in the state through the Intemet and 
in fact sells to or conducts commercial transactions with residents of the 
f o m ,  other than the defendant; 

there is repeated interaction between the defendant and residents of the fonun 
state; 

(e) even though the defendant operates a passive website, and does not solicit 
business within the jurisdiction, the court will exercise jurisdiction in a 
ûademark e g e m e n t  action when the defendant uses a domain name that 
appears to a g e  on the plaintifl's trademark but only if the defendant is 
attempting to extract money fiom the plaintiffin exchange for the right to use 
that domain name ("cybersquatters"). 

If the h m  is caused to the plaintiffby the mere operation of the website (as 

in a tcstdemark infiingement), the coirrt wüi lürely decline jiinsdiction, d e s s  there are other 



factors present, such as a contract or other business relationship between the parties or the 

defendant deliberately targets the forum. The courts often state that in these circumstances, 

the defendant is put on adequate notice that his actions may result in being haled into court 

in a state where he is doing business. 

The implication of aruling like Inset, while considerable, appears to be losing 

favour. It is ükely that the mere presence of a website, the contents of which are alleged to 

cause h m ,  will no longer be sufficient to give a court jurisdiction anywhere the site can be 

accessed. 

Generai Princiales of Jurisdiction under Canadian Law 

What cm one expect fiom Canadian courts faced with these same issues? 

Although Canada's constitution does not have a "due process" limitation like the United 

States, there are limitations on a province's ability to extend its juisdiction arising nom the 

division of powen between the provinces and the federal government. 

(a) Provincial Rules of Court 

As a starting point one must examine the basis for a court's assumption of 

jurisdiction in the provinces and, to illustrate by way of example, reference will be made to 

the legislative bais  in Alberta. As in the U.S., where an action is brought in Alberta, the 

conflict of law rules wilI be applied to resolve the jurisdictional question before the court. 

in doing so, the court will apply its own procedural rules to determine whether or not the 

court has jurisdiction to hear the matter and whether the court will assume jurisdiction over 



the defendant. The Court of Queen's Bench A& aIlows an Alberta court to take jurisdiction 

over al1 matters except those specificaliy granted to another court66 by statute. Within that 

scope, the Alberta Rules of Coud7 permit a court to assume jurisdiction over al1 persons and 

maners within its temtorial jurisdiction including persons available to be served within the 

province. In addition, the court is permitted to extend that jurisdiction beyond residents of 

Alberta and beyond property located withlli Alberta in those circumstances set out in Rule 

30." Pursuant to this Rule, which is a code defining the court's jurisdiction, provision is 

made for senring a defendant outside the province whenever: 

the subject matter of the action is land situated within Alberta or where the 

contract, obligation, liability, deed or act sought to be constnied, rectified, set 

aside or enforced directly affects land situated within Alberta; 

relief is sought against a person ordinarily domiciled or resident within 

Alberta; 

the proceeding is to enforce, rescind, resolve, annul or otherwise affect a 

contract or to recover damages or to obtain any other relief in respect of the 

breach of a contract being (in any case) a contract: 

(i) made within Alberta; 

6s Court of Queen's Bench Act RSA 1980, c.C-29. 

66 For example, when jurisdiction is given to a f e d d  court or a provincial court, 

a In most provinces there is a d e  similar to Rule 30. In Ontario, see Rules L7.02 and 17.03 of the 
Ontario Rutes of Civil Procedure and in British Columbia, see Rule 13 of the British Columbia Rules 
of Court, 



(ii) 

(iii) 
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made by or through an agent trading or residing within Alberta on 

behalf of a principal out of Alberta; 

which is by its ternis, or by implication governed by Alberta law or 

for which the parties thereto agree that the courts of Alberta shall 

have jurisdiction to entertain any action in respect of the contract; 

(d) the action is in respect of a breach committed within Alberta of a contract 

made within or outside of Alberta; 

(e) the action is founded on a tort committed within Alberta; 

(f)  in the action, an injunction is sought ordering a defendant to do or refrain 

fiom doing anything within Alberta (whether or not damages are also clairned 

in respect of a failure to do or the doing of that thing). 

There are other grounds for a court assuming jurisdiction, but the foregoing 

comprise the major categories and are sUnilar in most cornmon Iaw provinces.69 Canadian 

courts, like those in the U.S., have the ability to extend their reach far beyond the territorial 

limits of the state, or in this case, the provinces. Prima facie, under RuIe 30, an Alberta court 

could assume jurisdiction in every instance where a U.S. court assumed jurisdiction as 

described in the hereinbefore mentioned cases. 

(b) Real and Substantial Connection 

Canadian courts have recently recognized, like their Arnerican counterparts, 

that restraint must be exercised when assuming jurisdiction beyond their territorial borders. 

m There are différences m methods, but not the gounds. 
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In Morguard Investments Lld. v. De Sa~oye'~ the Supreme Court of Canada discussed the 

concept of "properly restrained jurisdictioa" and the requirement for a "real and substantial 

connection" with the province assuming juisdiction. In Morguard, the plaintiffs, Credit 

Foncier Trustco and Morguard Investments Ltd. had obtained a judgment in Alberta against 

a British Columbia resident for foreclosure and for the deficiency between the value of the 

property and the amount owing under the mortgages. The question before the court was 

whether or not the Alberta judgment should be enforced by a British Columbia court." 

LaForest reviewed the objectives of private international law and c o n h e d  that a modern 

system of private international Iaw must be based upon principles of order and fairness, 

principles that ensure security of transactions with justice. He went on to quote Hessel E. 

Yntema, " The Objectives of Private International Law" (1 957), 35 Can.Bar.Rev. 72 1, at p. 

741 :n 

In a highly integrated world economy, politically organized 
in a diversity of more or less autonomous legal systems, the 
fiuiction of conflict d e s  is to select, interpret and apply in 
each case the particular local law that will best promote 
suitable conditions of interstate and international commerce, 
or, in 0 t h  words, to mediate in the questions arising from 
such commerce in the application of the local Iaws. 

70 Morguard Investmenîs Ltd. v. De Savoye [199013 S.CK 1077. 

71 Prior to Morguard, where a defmdant was served outside the jurisdiction of the court adjudicatmg 
the mana, the ensuing judgmmt would only be wforced by a sister province if the defendant had 
either consented to or attomd to the jrrrisdiction of that original court. In Morgumd, the court held 
this approach to be inconsistent with the f e d d  structure of our constitution. Instead, the court m the 
sister pro* shouid look at the contacts between the province that took original jurisdiction, the 
defendant and the subject matter of the action, 

n Morguard Imeshnents Ltd v. De Smoye [1990] 3 S.CK 1077 at Q.L., p. 1 1. 



Although this statement was made by its author in 1957 and was quoted by LaForest in 1990, 

it remains perhmt  and relevant when dealing with questions related to the issues raised by 

commerce in cyberspace. 

LaForest stated that where the courts in another province or temtory have 

appropriately exercised jurisdiction in the action, that court's judgment should be recognized. 

In addressing the question of whether the Alberta courts properly assumed jurisdiction over 

a non-resident, LaForest said:" 

... the principles of order and fairness should obtain in this 
area of the law. Both order and justice miütate in favour of 
the security of transactions. It seems anarchic and Uflfair that 
a person should be able to avoid legai obligations arising in 
one province simply by moving to another province. Why 
should a Plaintiff be compelled to bring an action in the 
province where a Defendant now resides, whatever the 
inconvenience and costs this may bring, and whatever degree 
of connection the relevant transaction may have with another 
province? 

These concems, however, must be weighed against fairness 
to the Defendant. 1 noted earlier that the taking ofjwisdiction 
by a court in one province and its recognition in another must 
be reviewed as correlatives, and 1 added that recognition in 
other provinces should be defended on the fact that the court 
giving judgment "properly" or "appropriately" exercised 
jurisdiction. It may meet the demands of order and faKness 
to recognize a judgment given in a jurisdiction that had the 
greatest or at least significant contacts with the subject matter 
of the action. But it hardly accords with principles of order 
and fairness to permit a person to sue another in any 
jurisdiction, without regard to the contact that jurisdiction 
may have to the Defendant or the mbject matter of the suit; 
see Joost Blom, "Confict of Laws - Enforcement of Extra- 
provincial Defourt Judgment - Reciproeity of Jm'sdiction: 

n Mopurd i~cyestments Lrd v. De Savoye [1990] 3 S.C.R. 1077 at Q.L., p. 14. 



Morguard Investments Ltd. v. De Savoye" (l989), 68 
Can.Bar.Rev.359 at p.360. Thus, faimess to the Defendant 
requires that the judgment be issued by a court acting through 
fair process and with properly restrained jurisdiction. 

Va court bases its jurisdiction on traditional grounds of residence, or by v h e  

of an agreement to give the court jurisdiction, then no injustice results. In other 

circurnstances, however, LaForest recognized that the rules for service ex juris in al1 the 

provinces are broad and therefore there must be some limits placed on a province's ability 

to exercise jurisdiction over persons residing outside that pr~vince?~ He agreed with the 

approach of the House of Lords in Indyh v. Indyhs which required a real and substantial 

connection between the defendant and the country or temtory claiming to exercise 

jwisdiction. If such a real and substantial connection exists, then it is "inherently 

reasonable" for the action to be brought in that particular jurisdiction. 

In Hunt v. T & N.  pl^'^ the Suprerne Court of Canada adopted the principles 

expounded in Morguard and c o b e d  that, for constitutional reasons, there must be a real 

and substantial connection between the defendant and the forum province such that it is 

reasonable for the courts to infer that the defendant voluatarily subrnitted itself to the risk of 

jurisdiction in its courts? Failhg such a connection, the proceeduig may be chaiienged on 

the coustitutional ground that the province has exceeded its power to legislate under Section 

74 Morguard Imesmtents Lrd v. De S m y e  [I990] 3 S.C.R. 1077 at QL., p. 15. 

75 Indyka v. Indyk4, [1969] 1 A.C. 33. 

76 Hunt v. T& N p f c  [1993] 4 S.C.R. 289. 

n Cmadim Conflict of h, 4th ed (Vancower: Butierworths, 1997), J.G. Castel. 



92(13) of the Constitution Act, 1867. A province's ability to govern a person by legislation 

passed pursuant to Section 92(13) requires some contacts by that person with the province. 

It is difficult to predict with certain@ what factors would establish a real and 

substantial connection for the purposes of establishing jurisdiction. As stated by Castel:" 

A real and substantial connection with the originai forum, 
province or temtory can be mything. It depends upon the 
circumstances, provided the connection used by the court is 
not unfair to the defendant. 

In Moses v. North Shore Boat Builders (1992), 68 B.C.L.R. (2d) 394 (SC); 

affimied (1993), 83 B.C.LR. (2d) 177 (CA.), where the plaintiff sued in British Columbia 

to enforce a judgment he had obtained in Alaska for breach of warranty by the B.C. 

manufacturer and vendor of a fish boat, Justice Cumming, for the court, said at 189: 

The courts of British Columbia consider a wide variety of 
factors when deciding whether or not the action has a real and 
substantial connection to British Columbia Common 
considerations include: the place the cause of action arose; 
the respective residences of the parties; whether the defendant 
conducted business or had other dealings in British Columbia, 
and other sllnilar "connecting factorsf'. 

n Cimadian Cunflict of Lms, 4th e d  (Vancouvec Butterworh, 1997), J.G. Castel at 28 1. 



The courts in Canada have also applied the test in Morguard to judgments 

rendered outside Canada and sought to be enforced in Canadan As reasoned by the B.C. 

Court of Appeal in Moses v. North Shore Boat Builderdo 

In summary, the judgment of the Supreme Court of Canada in 
Morguard. supra, offers substantial reasons to extend the real 
and substantial connection test to the enforcement of foreign 
judgments ... Modem rules of international law must 
accommodate the flow of wealth, skills and people across 
state lines and promote international commerce. The 
circumstances of this case fit directly within the rule in Mmn 
v. PyZe, and the same d e  which supports the assertion and 
taking of jmisdictioa by a foreign court must govem the 
recognition and enforcement of the judgment in this country. 

The Uniform Law Conference of Canada has proposed legislation for the 

provinces setting out grounds for establishing a red and substantial connection. This draft 

legislation will be discussed elsewhere in this paper. 

(c) Forum Non Conveniens 

The Morguord case is significant in three aspects when dealing with actions 

involving the Intemet: firstly, by requuing the application of the "real and substantial 

connection" test when deciding, in the fust instance, whether a Canadian court should take 

jurisdiction over a foreign defendant (for example, if a foreign defendant causes damage to 

an Alberta resident by defaming that plaintiff on a website accessible to residents in Amerta); 

79 See, for example, Arruwmaster Incorporated v. Unique Forming Limited 17 O&. (3d) 407 (Gen. 
Div.); Federal Deposit Imance Corp. v- Vanstone 88 DL&. (4th) 448 (B.C.S.C.); Amopharm Inc. 
v. Harris Gmputer Corp. (1992), 93 D.L.R. (4th) 524; Clarke v. Lo Bianco (1991), 84 DL& (4th) 
244; TDI Hospitaky Management Consultants Inc. v. Browne, [1993] 3 W.W.R. 642; Technajlow 
Inc. v. Mhti Sales Ltd (1991), 81 Alta. L R  (2d) 38. 

m Moses v. North Shore Boat BuiIders (1992), 68 B.CLK (2d) 394 (S.C.); affinned (1993), 83 
B.C.L.R. (2d) 177 (CA.) at 190. 
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secondly, in deciding whether to enforce the judgment of the court of a sister province; and 

thirdly, the "real and substantial connection" test must be applied by the Canadian courts 

when making a detemination of whether or not to enforce the judgment of a foreign court 

in Canada. 

Even if the connection between the defendant and the forum is sufficient to 

ground the court's jurisdiction to heu the matter, the court stiU has the discretion to deny the 

exercise of that jurisdiction.*' To do so, the court applies the doctrine of forum non 

conveniens when a defendant applies to have the court exercise its jurisdiction to stay or 

dismiss the action on the basis that another forum is more closely connected to the events 

giving rise to the action or is otheMnse a more appropriate forum for the adjudication of the 

parties' dispute. 

This principle of forum non convenienr is a doctrine that should be applied 

in every case in which there exists an issue of conflicting jurisdictions. As stated by Justice 

Sopinka in Amchem Productr Inc. v. British Columbia (workers' Compensation Board) * the 

question to be asked is whether or not there is a more appropriate jurisdiction based on the 

relevant factors? 

The choice of the appropriate forum is still to be made on the 
basis of factors designed to ensure, if possible, that the action 
is tned in the jurisdiction that has the closest connection with 

BI The doctrine of f o m  non conveniens is e@y applicable to those situation where the court's 
jirrisdiction is based on the residence of the defendant, 

112 Amchem h d u c t s  Inc. v. Bn'trSh Columbia (Workers' Compensation Board) 119931 3 W.W.R 441. 

m Arnhem Products Inc. v. British Columbia (WorRers' Compensation Bomd) [1993] 3 W-WK 441 
at 451. 



the action and the parties and not to secure a juridical 
advantage to one of the iitigants at the expense of others in a 
juisdiction fhat is otherwise inappropriate. 

Justice Sopinka went on to Say, however, that the existence of a more 

appropriate forurn must be clearly established to displace the forum selected by the plaintiff. 

When applying the doctrine, each jurisdiction will apply its own principles to identiQ the 

most appropriate forum for the mit based on factors which connect the litigation and the 

parties' competing forums; essentially the same process used to apply the real and substantial 

connection test. It would appear, however, that the threshold test for detedning 

juisdiction, namely the real and substantid connection test, is much easier to meet than the 

test required to win in a competition between jurisdictions. When dealing with a question 

ofjurisdiction, the court need only find a real and substantive connection, whereas in coming 

to a decision of which of two courts is the most appropriate, the court weighs these factors, 

and others, to determine which court has the most real and substantive comection with the 

action and the  partie^.^ 

D. Where are the Canadian Courts Headed? 

(a) Assuming Jurisdiction When the Internet is a Connechg Factor 

In the ensuing months, the courts in Canada wiii be faced with resolvhg the 

initial question of whether to take jurisdiction over an action where the key connecting 

a Set, for example, Cunningham v. Hmiiton [1997] AJ. No. 1076. See ako the discussion relating 
to the Unrorm Court Jurkdiction and Proceedings Tramjet. Act discussed later in ttiis papa. 
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factors between the defendant and the forum involve commUtZication on the Intemet. 1s there 

any indication of how our courts will respond? 

In the U.S., it appears that the courts look at both the nature of the c i a h  

together with the connection between the Internet activity and the cause of action to 

determine the issue. The courts in Canada will likely approach this question in a similar 

manner. 

A review of the proposed Unifonn Jurisdiction Act may give some indication 

of what would be sufficient to meet the real and substantiai connection test when dealing 

with issues arising on an interprovincial level. The Uniform Law Conference of Canada has 

proposed a Unifonn Court Jurisdiction and Proceedings Transfr A d 5  for adoption by al1 

the provinces. The intention is to give statutory form to the substantive d e s  of jurisdiction 

as laid down by the Supreme Court of Canada, instead of leaving them implicit in the 

provincial d e s  for service of process. In fact, one purpose is to sever the connection 

bebveen service and jurisdiction. Accordingly, the proposed Act should be a codification 

of the current law as interpreted by the cirafters. 

Jurisdiction of the court would be established by what the drafters c d  

"temtoriai cornpetencet'. A court would only have territorial cornpetence in the following 

circumstances identifieci in the proposed section 3 to the Act: 

(a) that person is the plaintiffin another proceeding in the 
court to which the proceeding in question is a 
counterclaim, 

as www.law.uaIberîa.ca/am/uic/acts/ejuris~tm visited October 27,1999. 



during the course of the proceeding that person 
submits to the court's jurisdiction, 

there is an agreement between the plaintiff and that 
person to the effect that the court has jurisdiction in 
the proceeding? 

that penon is ordharily resident in [enactingprovince 
or territory1 at the time of the commencement of the 
proceeding, or 

there is a real and substantial connection between 
[enactingprovince or territory1 and the facts on which 
the proceeding against that person is based. 

Paragrap hs (a), (b) and (c) reflect long standing law, whereas paragraphs (d) and (e) change 

the law by replacing the criteria for s e ~ c e  of process with that of a substantive connection 

with the enacting juri~diction.8~ As stated in the comments to section 3, paragraph (d) 

replaces "service" in the territory of the forum court with ordinary residence in that temtory 

with the result that a person who is only ternporarily in the jurisdiction will not automatically 

be subject to the court's jurisdiction. For a court to take jurisdiction over a person who is not 

ordinady resident in its territory and does not consent to the court's jurisdiction, a real and 

substantial connection must exist within paragraph (e). Paragraph (e) would replace the 

various service ex juris d e s  in the provinces and b ~ g  the Iaw and jurisdiction into lhe with 

the concept of "properly restrained jurisdictiodt that the Suprerne Court of Canada held was 

a pre-condition for the recognition and enforcement of a default judgment throughout 

Canada, 

84 Cmudim Confict of Laws? 4th ed, (Vancouver: Butterwoabs, 1997), J.G. Castel at 266. 
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Section 10 sets out a rebuttable presumption of what would constitute a real 

and substantial comection between a province and the facts on which a proceeding is based. 

The presumption set out in section 10 is based on the grounds for senrice ex juris found in 

the Rules of civil procedure of most provinces and includes those circumstances when an 

action? 

(e) concems contractual obligations, and 

(i) the contractual obligations, to a substantial 
extent, were to be perforrned in [enacting 
province or territory], 

(ii) by its express terms, the contract is governed 
by the law of [enactingprovince or temtory], 

(iii) the contract 

(A) is for the purchase of property, 
services or both, for use other than in 
the course of the purchaser's ûade or 
profession, and 

(B) resulted fiom a solicitation of business 
in [enacting province or tem.tory] by 
or on behaif of the seller, ... 

(g) concerm a tort commiaed in [enacting province or 
territory], 

(h) concems a business carried on in [enactingprovince 
or temtory]. 

For contractual obligations, other than consumertransactions, the cirafters are suggesting that 

areal and substantial comection requires that the contract was to be substantially pdormed 

87 Proposed Sedon 10. 



in the province or that the contract is stated to be governeci by that province's laws. For tort 

actions, if the tort was committed in the province, a real and substantial comection with that 

province is presumed. 

The cases in the U.S. that are reviewed in this paper were actions based on 

either contract or tort. Dealing h t  with the contract actions, it is clear that if the parties 

have agreed to submit to the jurisdiction of the fonun court, the defendant otheMnse subrnits 

to the court's jurisdiction during the course of the proceedings, or the defendant is canying 

on business or is ordinarily resident within the jurisdiction, the court will assume 

jurisdiction." 

Castela9 suggests that if the contract is made in the jurisdiction, that would be 

sufficient to give the court jurisdiction under the Rules of many of the provinces, however, 

it is d e I y  that this factor alone would be a sufficient connection to meet the test in 

M~rguard .~  

In the recent case of Old North State Brewing Co. v. Navlandr Service Ince9' 

the B.C. Court of Appeal, in determining whether to enforce a default judgment granted by 

a court in North Camlina, based on an action for breach of contract, looked at al1 the 

88 Canadian Conflict of Laws, 4th ed. (Vancouver: Butterworths, 1999, I.G. Castel at 206-208. 

s9 Canadim Conflict of bws ,  4th ed (Vancouver: Butterworihs, 1999, J.G. Castel at 208. 

90 An earlier version of the Unifonn Court J urisdiction and Proceednigs Tram fer Act found in Canadian 
Conflict of h s ,  4th ed (Vancouver: Butterworths, 1997), I.G. Castel at 228 hcluded a provision 
which made the place where the conoact was formed a basis for asJuming jiinsdiction. This was 
excluded m the most ment version of the proposed Act It was pomted out m the commentary to the 
proposed section 10 that it is otill open to the plaintiff to argue that the place of contracthg is such 
a significant factor that the forum in which the contract is formed should m i s e  jurisdiction. 

91 Old North State Brewing Co. v. Newlands Service Inc. Cl9981 B.C.J. No. 2472 (CA).  



comecting factors between the defendant and North Carolina including Intemet 

advertisements placed on the defendant's website. The court held that North Carolina had 

a real and substantid comection with the action based on the following factors:g2 

The defendant portrayed itself as a corporate citizen that 
operated inte&tionally rather than out of British Columbia 
by virtue of its Intemet advertisements, the t e h o n i a l  and 
photograph fiom Brooklyn, and its office in Sumas, 
Washington. In responding to enquines from the plaintiff, the 
defendant sent promotional material to the plaintiff in North 
Carolina. The purchase order was executed by the plaintiff in 
North Cmlina. The goods were delivered to the plaintiff in 
North Carolinê The defendant sent its representatives to 
North Carolina during the installation commissioning and 
repair of the brewing equipment it had supplied. The losses 
d e r e d  by the plaintiff as a result of the installation of 
defective equipment were incurred in North Carolina. 

There is no indication of the weight given by the court to the Intemet 

advdsements, however the facts appear to lead to the conclusion that the contractual 

obligations were to be performed in North Carolina and therefore the defendant should 

reasonably expect to be haled into court in that jurisdiction. The circurnstances in this case 

are analogous to those cases in the US. where the court found there was a business 

relationship between the parties and therefore had little hesitation in finding a real and 

mbstantial comection between the defendant and the jwisdiction. 

In actions based on a breach of contract, the Internet will typically be ody one 

of many factors that the court wiil have available to comect the defendant with the 

jurisdiction and it should be expected that the existence or non-existence of the Intemet 

92 016 North State Brewihg Co. v. Nmlands Service i n c  [1998] B.C.J. No. 2472 (C.A.) at QL., para 
31. 



comection will have iittie impact unless the court finds it necessary to d e t d n e  where the 

contract was formed for reasons of validity. 

The more interesthg (and controversial) questions arke on the application of 

the principles in Morguard to tort actions where the Internet is a major factor. It is generally 

accepted that a province presumptively has jurisdiction if the proceeding is founded on a tort 

committed in that jurisdictiod3 However, as Castel points out," it is often a difficult task 

to determine the place of the tort. 

In defamation actions, the place of the tort could be where the alleged 

defamatory statement was published, where the defamatory statement was originally uttered 

or where the victim suffered injury to his reptation. Publication takes place where the 

defamatory statements are heard or otherwise c~mrnunicated~~ whether or not the defendant 

intended that the statements be broadcast in the jurisdiction and arguably whether or not the 

plaintiff sufEered darnage in that jurisdiction?' In Jenner v. Sun Oil Co.:' the court stated 

that the publication of the defamatory statement is the very essence of defamation. The court 

reasoned at 537: 

A person may utter al1 the defamatory words he wishes 
without incurring civil liabiliîy unless they are heard and 
understood by a thkd persoa I think it is a "startling 

--- - - - - - - 

93 Canadian ConJlict of Laws, 4th ed, (Vancouver: Buttmorths, 1997), J.G. Castel at 209. 

w Canadian Conict of Laws, 4th ed. (Vancouver Butterworths, 1997), J.G. Castel at 209. 

95 Jenner v- Sun Oii Co. [1952] 2 D.L.R. 526 (Ont H.C.J.). 

% PindZing v. National Broadcusting Corp. ( t 984) 49 O R  (2d) 58. 

97 Jmner v. Sun Oil Co. 119521 2 D L R  526 (Ont, H.C.J.). 



proposition" to say that one may, while standing south of the 
border or cruising in an airplane south of the border, through 
the medium of modem sound amplincation, utter defamatory 
matter which is heard in a Province in Canada north of the 
border, and not be said to have published a slander in the 
Province in which it is heard and understood. 1 cannot see 
what ciifference it makes whether the person is made to 
understand by means of the written word, sound-waves or 
ether-waves in so far as the matter of proof of publication is 
concemed. The tort consists in making a third person 
understand actionable defamatory material. 

In Jenner, the plaintiff was an Ontario resident claiming that darnage was 

caused to his reputation in Ontario from defamatory statements broadcast by the US. 

defendants on a radio network located in New York which were heard in Ontario. The court 

concluded that the fact the statements were made in New York did not matter if "they were 

so transmitted as to be pubiished within the jurisdiction in such a manner as to be likely to 

cause the plaintiff to s e e r  substantially in his reputation in Ontariow?* In Pindling v. 

National Broadcasting Corp., the defenda. was denied a motion to set aside service ex juris 

on similar facts, except that in this case the plaintiff had no connection to the forum and the 

signais broadcast by the defendant were retransmitted by others fiom the US. into Ontario, 

and the defendant had no control over such transmission by third parties. 

InDirect Energy Marketing Ltd. v. Hiilson [1999] A.J. No. 695, the residence 

of the plaintiffin the fonun was held to be the determinhg connecting factor in a de famat ion 

action? 

98 Jenner v. Sun Oil Co. [1952] 2 D.L.R. 526 (Ont. H-CJ.) at 537. 

~9 In this case, the plaintiff aiieged that the defamatory statements were published in two newspapers 
in Saskatchewan, several copies of which were soId in Alberta, and also aiieged that the defamatory 
statements were pubiished on the Internet sites of those newspaper and were therefore "published" 



Ifthe reasoning in the above cases is applied, ou .  courts may take jurisdiction 

over foreign defendants based solely on the fact that defamatory statements made by the 

defendant were available and read by someone within the forum, whether or not the 

statements caused damage to the plaintiff in that jurisdiction. Whether the defendant 

intended that the statements be read by persons in the forum is irrelevant. In the U.S.,'" in 

contrast? a passive website containing defamatory statements would not be enough to meet 

the "minimum contacts" test in circumstances where the defendant does not target or solicit 

residents of the forum, unless the defendant "does something more" within the forum.'01 

Negligence actions are slightly different, in that three elements are necessary 

to establish a cause of action: a duty of care owed to the plaintic a breach of that duty and 

resultant damage. Ail three elements may occur in different jurisdictions and the courts have 

to choose which element constitutes the "place of the tort". If an action is against a foreign 

defendant, or against a defendant in a sister province based on the tort of negligence, the 

jurisdictional question may again be resolved by looking to where the tort is committed. In 

Moran v. fyle National (Canada) Ltd.IQ the Supreme Court of Canada held that it is 

unnecessary and &se to resort to any arbitrary set of des, as the place of acting or the 

m Alberta. The court did not have to address the issue of whether the Intemet access was a sufficient 
comecting factor as the parties did not contest the Master's hdings that the court had jurisdiction. 
The ody issue was whether the forum non corwmiens test was properly applied, For a contrary 
opinion with respect to the residence of the plaintinttemg a sutficient comiccthg factor, see Webb 
v. Hooper [1994) A J. No. 335. 

'O0 Bmett v. The Catacombs Press, No. 99-736 @.CED. Pa April12,1999). 

'" [1975] 1 S.C.R. 393. 
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place of injury theones are too arbitrary and too inflexible to achieve a just result in ali cases. 

However, for jurisdictiond purposes, the court stated that a real and substantid comection 

exists, and a court is entitled to exercise jurisdiction over a foreign defendant, if the damage 

to the plaintiff was caused in the foruxn jurisdiction and such damage was reasonably 

foreseeable. Arguably, where the tort is committed and where the damage occurs should 

only be some of the factors that are considered in coming to the decision of whether a real 

and substantid connection exists. 

Should the principles in Moran be extended to medical malpractice cases 

where a person s a e r s  damage arising fÎom the incorrect advice given by a doctor over the 

Internet? Would the residence of the plaintiffbe enough of a connection for the court to take 

juisdiction, based on the argument that the pain and d e r i n g ,  and therefore the damage, 

was caused in that forum? If the defendant ought reasonably to have foreseen that persons 

in other jurisdictions would be relying on that advice, that should be enough to establish the 

connection. With the growth of what is called "cybemiedicine",lo3 the courts will have to 

grapple with the issue of who has jtuisdiction over medical rnalpractice o c c ~ g  over the 

Inteniet. 

It is cmently a matter of speculation whether a Canadian court would take 

jurisdiction over a foreign defendant based on the clairn that the defendant was infikghg the 

plaintiffs trademark by using a similar name on a website to which residents of the fonxm 

had access. If damage is caused to the plaintiffin the forum, in light of the Moran decision, 

Barbara Tyler "Cyberdoctors: The Virtual Housecaii - The a d  practice of medicine on the Internet 
is here; is it a telemedical accident waiting to happa?" 3 1 Ind. L. Rev. 259 (1998). 
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that rnay be ail that is necessary to show a real and substantial connection with the 

jurisdiction. If so, the Canadian courts may take juxisdiction even in those circumstances 

where the defendant is merely operating a passive website, a broader ground then that 

cunently required to meet the "minimum contactstr required in the U.S.lM 

Even if it appears that the forum court has the constitutional abiiity to accept 

jurisdiction, it must be remembered that it is still open to that court to deny the exercise of 

its jurisdiction on the basis offonun non conveniens, if raised and argued by the defendant. 

Where a defendant does not defend the action brought in Canada, however, the question of 

whether or not the forum has the most real and substantiai connection with the defendant or 

the action is usually not addressed. h such circumstances, the plaintiff only needs to satisQ 

the minimal jurisdictional requirements of the existence of a real and substantial connection 

with the defendant or the action. As indicated previously, the comection with the forum can 

be 'anything ' and a passive website accessible in the forum, similar to that described in Inset 

Systems Inc., supra, may be a sunicient connection to ground jurisdiction in tort actions 

brought in Canada. 

@) Enforcement of Foreign Judgemeats 

In Morguard, the court was dealing with comity between provinces and the 

enforcement ofjudgments of other Canadian courts, not enforcement of foreign judgments. 

" See, for example the cases of Pa- Systems v. C&d Corporation and Weber v. JolZy HoteLi. 
supra. 



However, Canadian courts have typicaily used the same test for enforcement of both 

interprovincial judgments and those granted by foreign c o ~ r t ~ . ' ~ ~  

This problem was cornpounded by the Supreme Court in Amchem Products 

Inc. v. British Columbia (Workers' Compensation Board) .'O6 In Morguurd it was unnecessary 

for the court to consider the case of competing jurisdictions and the question of comity 

between competing nations. in Amchem, however, the court was required to address this 

issue directly. At issue in Amchem was the determination of which principles are to be 

applied when a court exercises its discretion to grant an anti-suit injunction. An anti-suit 

injunction is a remedy which may be granted by a domestic court upon the request of a 

defendant to prevent a plaintiff fkom continuhg a foreign action against that defendant. A 

similar remedy (a stay) would be available to a defendant in an action commenced in a 

domestic forum that the defendant feels is more appropriately decided in another forum. 

As stated by Sopinka, J.:Io7 

Although the remedy of a stay and an injunction have as their 
main objectives the selection of an appropriate forum for the 
trial of the action, there is a fundamental clifference between 
them which is crucial to the development of the principles 
which should govem each. In the case of the stay the 
domestic court determines for itself whether in the 
circumstances it should take jurisdiction whereas, in the case 

' See Muses v. North Shore Boat Buildm 68 B.C.L.R. (2d) 394 (S.C.); aflùmed (1993), 83 B.C.L.R. 
(24 177 (CA.); Old North State Brewing Co. v- N~1anndSmce.s Inc 119981 B.C.J. No, 2474; see 
ais0 refertnces at note 76. 

Amchem Ptoducts Inc v. British Columbia (W;orkm' Comparution Bourd) [ 19931 W. W X  44 1. 

'* Amchem Producfi Inc. v. British Columbia (tY0rket.S' Compensation Bo@ Cl9933 3 W - W X  441 
at Q.L., p. 32. 



of the injunction, it in effect determines the matter for the 
foreign court. 

In the later case, the question of comity needs to be addressed, and therefore 

the Supreme Court has stipulated a two part test when deciding whether to gant an anti-suit 

injunction: first, the domestic f o m  is to apply the principles of f o m  non conveniens to 

determine whether the foreign court "could reasonably have concluded there was no 

alternative forum that was clearly more appropriate"lo8 and, if so, it should deny the 

application. If the domestic court reasonably concludes that the foreign court assurned 

jurisdiction on a basis that was inconsistent with the principles of f o m  non conveniens, it 

must then go to step two of the andysis and determine if, as a result of the foreign court 

taking jurisdiction, a senous injustice will occur. 

As stated by Sopinka, J.: log 

The result of the application of these principles is that when 
a foreign court assumes jurisdiction on a basis that generdly 
conforms to our rules of private intemational law relating to 
the forum non conveniens, that decision will be respected and 
a Canadian court will not purport to make the decision for the 
foreign court. The policy of our courts with respect to comity 
demands no les. If, however, a foreign court assumes 
jurisdiction on a basis that is inconsistent with our rules of 
private international law and an injustice results to a litigant 
or "would be" litigant in our courts, then the assumption of 
jurisdiction is inequitable and the party invoking the foreign 
jurisdiction cm be restrained. The foreign court, not having, 
itself, observed the des of comity, cannot expect its decision 
to be respected on the basis of comity. 

' Amchern Producfi i n c  v. BritUIh Columbia workers' Compensation Board) p99313 W.W-R 441 
at Q.L., p. 9. 

Amchem Pmducts Inc. v. Brittsh Cofmbia (Workers' Compensation Board) [1993] 3 W.WX 441 
at Q.L., p. 1 1. 
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Should the Canadian courts have a discretionary right to refuse to recognize 

and enfiorce a foreign judgment on the grounds that the action should have been stayed or 

dismissed by the original court on the ground of forum non conveniens? If not, is it 

reasonable to apply the two part test set out in Amchem in the interest of comity? 

The Supreme Court has made it clear that the foreign court need not apply the 

fomm non conveniens test when making its decision, but rather "it is the result of the 

decision when measured against our principles that is important and not necessarily the 

reasoning that leads to the decision". l Io 

If our courts determine that the more stringent test in Amchem is the 

appropriate test, caution should be exercised when applying the k t  part of the test. Even 

in Amchem, it is submitted, the court did not apply its own test correctly. Sopinka, J. 

reviewed the evidence and found that the Texas court had complied with the due process 

requirements of the Fourteenth Amendment to the Constitution of the United States, and that 

the "minimum contacts" test had been satisfied. Sopinka J. stated:'I1 

In my opinion, the application of this provision, which is a 
constitutional requirement, is consistent with our rules of 
private international law relating to forum non conveniens. 

The application of these principles is not the same as our test for forum non 

conveniens. It is o d y  consistent with our jmisdictional test of a real and substantial 

connection. As we have seen fiom the foregoing examples, the US. courts, when applying 

''O Amchem pro duc^ fnc. v. Britiirh Columbia porkers' Compensation Board) [1993] 3 W.W.R. 441 
at QL., p. 76. 

Il1 Amchem Productr Inc. v. British Columbia workers' Compensation Boa@ 119931 3 W.W.R. 44 1 
at Q.L., p. 77. 
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the "minimum contacts" test are not aslong whether the forum court has the most contacts 

with the action or the defendant, but merely whether it has met the minimum jurisdictional 

requirement as set out in International Shoe Co. v. Wa~hington.'~~ No comparative analysis 

takes place at this stage of inquiry, if at dl. 

The concern, of course, is that the lower courts will apply Morguard and 

Amchem in coming to adecision to enforce a foreign judgment against a Canadian defendant 

that had minimum contacts with the foreign jurisdiction, similar to the circumstances in Inset 

Systems, Inc.li3 Ifso, Canadians doing business tbrough the Inteniet need to know that even 

minimum contacts with astate sufficient to meet that state's constitutional requirements will 

be enough for our courts to enforce any resulting judgment against their assets in Canada, 

whether or not the contacts with that state would have been suficient for our court to decline 

junsdiction in simiIar circurnstances based on appiication of the forum non conveniens test. 

Canada's k t  majorjudgment applying the "real and substantive connection" 

test in addressing whether to enforce a foreign judgment where one of the key connecting 

factors was the Internet was deiivered by the B.C. Court of Appeal in March of 1999. Leave 

to appeal was denied by the Suprerne Court of Canada. in Braintech, Inc. v. Kostiuk,"' the 

plaintiff, Braintech, was a software development Company incorporated in Nevada with 

corporate offices located in Vancouver and research and development facilities in Austin, 

Il2 lntmnational Shoe Co. v. Warh, 326 U.S. 3 10 (1945). 

"' Inset S'cm, Inc. v. Insnucfion Set. Inc-, 937 ESupp. 161 (D.Comm.1996). 

II4 Braintech, Inc. v. Kostiuk [1999] B.C.J. No. 622 (BCCA), appeaI to S.C.C. denied [1999] S.C.CA. 
No. 236. 
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Texas. Kostiuk was aileged to have used the htemet to transmit and publish defamatory 

information about Braintech through a bulletin board known as the "Silicon hvestor". The 

Silicon hvestor was available for interested persons to discuss and exchange uiformation 

regarding technology stocks and investments and was readily available to residents of Texas. 

Braintech, a pubiicly traded Company, commenced an action in Texas against Kostiuk 

claimhg damages for the electronic transmission and publication of defamatory statements 

posted on the Silicon Investor. Kostiuk did not defend the action and the court held in favour 

of Braintech, granting damages in the arnount of U.S.$3OO,OOO. As Kostiuk was a resident 

of British Columbia, and presumably had assets there, Braintech commenced an action in 

British Columbia in order to enforce its judgment in that province. in April of 1998, 

Braintech obtained a judgment in its favour which was appealed by Kostiuk. 

The question before the Court of Apped was whether there was a real and 

substantial comection between Texas and either the defendant, or the wrongdoing alleged 

to have taken place in that state. If there was such acomection, the B.C. court would uphold 

the lower court's decision to enforce the judgment obtained by the plaintiff in Texas. Ifsuch 

a connection did not exist, however, the judgment would not be dorced. 

The Texas court had based its jurisdiction on the statels long arm statute 

which provideci that a non-resident does business within Texas if it commits a tort in whole 

or in part within the state. If the court found that Kostiukrs action constituted a tort 

committed in Texas, it was entitled under its laws, subject to the "due process" requirement, 

to assume juridiction over the cause of action. 



In reasons delivered April2, 1998 by the B.C. Supreme Court Chambers 

Judge, it was held: ' l5 
The Plaintiff, at the tirne of the alleged torts, maintained an 
office in Austin, Texas carrying out research and 
development, marketing and investor relation activities. The 
plaintifYs chief technology officer and director resided and 
worked in Austin, Texas. The damages in part were incurred 
in Texas by means of Intemet publications. The defendant's 
defamation was found to have been published in Texas. 

If, in fact, the tort of defamation occurs where the publication occurs,' l6 then, 

according to the reasoning of the triai judge, it occurs everywhere there is access to the 

defamatory material, and therefore, arguably it occurs everywhere. It is not d e  those 

cases where a defamatory staternent is "published" on a national broadcast. As discussed in 

Digital Equiprnent Corp. v. Altmsta Tech., Inc., l t 7  and Barrett v. The Catacombs Press, l l8 

such publication is Uisdficient to ground general jurisdiction over a defendant in the US., 

but it may be sufficient to allow the court to assume specific jurisdiction if such action is the 

very act cornplained of by the plaintiff and there are other factors, such as a business 

relationship or contract, connecting the plaintiff resident in the forum state with the non- 

resident defendant. 

No such other factors existed in this case, and the B.C. Court of Appeal was 

not prepared to fhd that the "transitory, passive presence in cybenpace of the alleged 

"' Braintech. Inc. v. Kostiuk Il9981 B.CJ. No. 3201 (BCSC), appeal to S.C.C. denied [1999] S.C.C.A. 
No. 236 at QL., para 20. 

"6 Jenner v. Sun ûil Company Ltd. [1952] O&. 240 (0ntH.C.). 

'" Digital Equip. Corp. v. AItQYlSta Tech., Inc., 960 F.Supp. 456 (D.Mass.1997). 

Barrett v, ne Catacornbs h s ,  No. 99-736 ( D.CX.D. Pa, April12, 1999). 



defamatory material''119 constituted a sufncient coonection between Texas and the defendant 

or the abject matter of the case. 

Goldie LA., applying the principles set out in Amchem, fifit considered 

whether the Texas court, when claiming jurisdiction, had departed "fkom our own test of 

forum non conveniens to such an extent as to justify our courts in refishg to respect the 

assumption ofjwisdiction by the foreign court [and if, in the] circumstances such assumption 

amounts to a senous injustice".'2o Was the alleged publication of a libel which afTected the 

interests of present and potential investors resident in Texas sufficient for the Texas court to 

take jurisdiction, as claimed by the Plaintiffs? "Only if the mode of communication through 

the Intemet supports this concl~sion".~~~ Goldie, I.A. went on to state that "libel is only 

cormnitted when the defamatory material is published to at least one person other than the 

complainant".'" The court went on to find that the bulletin board Silicon Investor was a 

passive site:Iu 

... accessible only to users who have the means of gaining 
access and who exercise that means. In these circumstances 
the cornplainant must offer better proof that the defendant has 
entered Texas than the mere possibiüty that someone in that 

Il9 Brainiech, Inc. v. Kostiuk [1999] B.C.J. No. 622 (BCCA), appeai to S.C.C. denied [1999] S.C.C.A. 
No. 236 at Q.L., para 65. 

lZ0 Quotmg Amchem Produclrlnc. v. Britrsh Cohmbiu (IYorkers' Compensation Board) 11 9931 1 SC& 
897 at 914. 

"' Brointech. Inc. v. Kostiuk [1999] B.C.J. No. 622 (BCCA), appeal to S.C.C. denicd [1999] S.C.CA. 
No. 236 at QL., para 58. 

In Bmintech. Inc v. Kostiuk [1999] B.C.J. No. 622 (BCCA), appeai to S.C.C. denied [1999] S.C.CA. 
No. 236 at Q.L., para 59. 

IP Braintech. Inc. v. Kostiuk [1999] B.CJ. No. 622 (BCCA), appeal to S.C.C. denied [1999] S.C.C.A. 
No. 236 at Q.L., para 62 and 65. 



jurisdiction might have reached out to cyberspace to bring the 
defamatory material b a screen in Texas. 

No M e r  proof was pro~ided:'~~ 

In the circumstances of no purposehl commercial activity 
alleged on the part of Kostidc and the equdly materiai 
absence of any person in that jurisdiction having "read" the 
dIeged Iibel al1 that has been deemed to have been 
demonstrated was Kostiuk's passive use of an out of state 
elecûonic bulletin. The allegation of publication fails as it 
rests on the mere tramitory, passive presence in cyberspace of 
the aileged defamatory material; such a contact does not 
constitute a real and subsiantial presence. On the American 
authorities this is an insufficient bais for the exercise of an in 
personam jurisdiction over a non-resident. 

Clearly, in the court's view, Texas had departed fiom their own test of "minimum contacts" 

and should not have exercised jurisdiction. 

Goldie, J.A. set out additional reasons why Texas was "not even an 

appropriate forum"'" including: Kostiuk's only connection with Texas was "deemed" by 

virtue of the ailegation that he committed a tort in Texas; Braintech was incorporated in 

Nevada and domiciled in B.C. and had no presence in Texas since December 1996. Most 

importantly, to enforce recovery of the defauit judgment obtained in Texas on the deemed 

proof of use of an electrouic bulletin board would encourage a multiplicity of actions the 

world over wherever the Internet was a~aiIable.'~~ 

Brainrech, Inc. v. KostnrR [I999] B.CJ. No. 622 (BCCA), appeal to S.C.C. denied [1999] S.C.CA. 
No. 236 at QL., para 65. 

' Bruintech. Inc. v. Koscïuk [1999] B.CJ. No. 622 (BCCA), appeal to S.C.C. denied [1999] S.C.C.A. 
No. 236 at QL, para 66. 

" Brainredi. Inc. v. hsfiuk [1999] B.CJ. No. 622 (BCCA), appeai to S.C.C. denied [1999] S.C.C.A. 
No. 236 QL, para 66. 
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In Arnchem, the Supreme Court stated that our courts must first ask whether 

the result of the decision made by the foreign court is consistent with the result that would 

have been found if the foreign court had applied our principles of forum non conveniens. 

The Supreme Court M e r  reasoned that if the foreign U.S. court reasonably found that the 

defendant had the necessary "minimum contacts" with the state, and met the due process 

requirement of the Fourteenth Amendment to the U.S. Constitution, then that would be 

suficient to satisQ our test of forum non conveniens. Even if the fint prong of the test is not 

satisfied, and it is found that the foreign court should not have taken jurisdiction when tested 

against our p ~ c i p l e s  of forum non convenim, Amchem requires the court to go on to ask 

whether an injustice would result. In circurnstances where the question before the court is 

the recognition of a foreign judgrnent, rather than an anti-suit hjunction, it would appear that 

the second prong would require a determination of whether the recognition of the foreign 

court's judgment would resuit in an injustice to the defendant. 

In Braintech, the court, by finding that there were insufncient connections 

between the Texas court and either the defendant or the action, did not have to deal with the 

thornier question of whether or not meeting the minimum contacts test for jurisdiction in the 

US. was equivalent to the principles of fomm non conveniens. Goldie, J.A. stated the issue 

before the court as being whether there was a "real and substantiai comection between Texas 

and the wrongdoing alleged to have taken place in that state" 12' yet ûoldie only hints at this 

'* Braintech, Inc. v. Kostiuk [1999] B.CL No. 66 (BCCA), appeal to S.C.C. denied [1999] S.C.C.A. No. 
236 at QL., para 2. 
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issue by stating:12* "[ifl the obligation to defer to the comity which is to be accorded the 

default judgment of the [foreign court] is to be tested by the principle of forum non 

conveniens some fiesh must be put on the bare bones of "real and substantial connection"." 

Possibly what Goldie is r e f d g  to in this comment is the concem raised earlier that the test 

for a real and substantial connection, when dealing with interprovincial judgmeats, is a low 

threshold ofjurisdictional cornpetence which requires "more flesh on the bones" when being 

applied to the recognition of a judgment of a foreign court. Late in the judgment Goldie 

refers to the transitory presence of the defendant as not constituting a "real and substantial 

pre~ence".'~~ However, the court seems to be applying the test as discussed in Zippo Mfg. I3O 

rather than the Canadian test as set out in Morwrd.  

Breaches of contractual obligations are relatively easy to deal with and the 

courts in the U.S. have, with some exceptions, corne to decisions that accord with our sense 

of "faû play" when determinhg jurîsdiction. The same is true when there is active 

solicitation by the defendant in the plaintiffs chosen forum, and in cases where infiringernent 

of the plaintifYs trademark is claimed. It is defamation cases like Braintech and negligence 

cases which will arise fkom activities like "cybermedicine" that will be very difficult to deal 

with when faced with jwîsdictional and enforcement issues. 

On the one hand, there is concem that "robust debate" and "fair comment1' 

will be curtailed if the courts expose participants to litigation everywhere. On the other 

'" Braintech, Inc. v- Kostiuk [1999] B.CJ. No. 622 (BCCA), appeal to S.C.C. denied [1999] S.C.C.A. 
No. 236 at QL, para 56. 

'" haintech. Inc. v. KosW Cl9991 BCJ. No. 622 (BCCA), apped to S.C.C. denied [1999] S.C.C.A. 
No. 316 at Q.L., para 65. 

Zippo Mfg. Co. v. Zippo Dot Corn, Incl, 952 F. Supp 11 19 (W.D.Pa.1997) at 1 125. 
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hand, an individual has intentionally caused damage to another and the state has an interest 

in protecting its citizens. Clearly, something more than the actual viewing of alleged 

defamatory materid by a person in the forum state should be required in order for a court to 

assume jurisdiction; and the fact that the forum state is the plainWs domicile (and therefore 

worthy of protection by the state) should not be sficient to meet the "purposefil availmentt' 

prong of the minimum contacts test nor should it be sufficient to meet the Amchem test for 

enforcernent of a foreign judgrnent. However, those factors, in conjunction with others, may 

be enough to put an individual on notice that he or she may be haled into court in that 

jwisdiction. 

3. INTERACTION WITH CUSTOMERS 

A. Sale of Products 

(a) Commercial Transactions Cenerally 

Interprovincial sales in Canadaraise few conflict issues, as the law pertalliing 

to the sale of goods is the same, with a few rninor exceptions, in d l  the common Iaw 

provinces and the ter~itories.~~~ Quebec has its own regime which, unlike the other 

provinces, is not based on the cornmon law imported into Canada at the time of 

Confederation. 

A sale of goods or services between parties in different jurisdictions, both on 

and off the Internet, gives rise to the issues of determining what law govenis the formalities 

of the contract, its validity, the obligations of the parties and when and how pop- in the 

goods is transferred. The Internet, however, adds one new element in the transaction that 

'" Sale of Goudr in Canada, 44 eeb (SC8fbQmugh: Carswell, 1995). G.H.L. Fridman at 471. 
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introduces an elernent of uncertainty in a nimiber of areas, including the applicability of 

international conventions, when and where a contract created on the Intemet is formed, and 

a host of other issues that must be considered by the e-businessman in determinhg his 

obligations and his risks of conducting business on the htemet. 

(b) When is a Contract Formed on the Internet? 

One of the primary matters to be addressed by a person wishing to conduct 

business on the Internet is to ensure that a valid and enforceable contract is fomed between 

the vendor and the purchaser of the goods or services. In some instances, the entire contract 

can be made and perfomed on the Intemet as, for example, when the vendor licenses 

software to a purchaser which is then dowdoaded onto the purchaser's cornputer. In other 

transactions, the contract is made on the Internet, but extemal action is requked, such as the 

delivery of the product to the purchaser, which can either be a tangible good or the provision 

of a service. 

The legal requirements for a contract made through the Internet are the sarne 

as if they were made odly or in writing. In addition to other requirements, such as 

consideration, there must be an offer which has been communicated by the offeror and the 

offeree must have accepted and in some m a ~ e r  communicated to the offeror within the t h e  

available for acceptance. In the U.S., an offer may be accepted "in any rnanner and by any 

medium reasonable in the circum~fatlces."~~~ Accordingly, an offer made by e-mail should 

be capable of being accepted by e-mail unless the offeror stipulated a different mode of 

acceptance in the e-mail that containeci the offer. 



When considerhg jurisdictional questions, where the contract is formed may 

be a significant factor in determinhg 'minimum contacts' or 'a real and substantial 

connection' with the forum. One must determine when and where a contract is formed by an 

exchange on the Intemet. Generally, mder Canadian law, a contract is formed in the place 

where and when the acceptance is received. One exception to this general mle is the 'postal 

d e '  which states that a contract is formed where and when an acceptance is put in the mail, 

whether or not it is ever received by the other ~ a r t y . ' ~ ~  

In the very recent case of Eastern Power Ltd. v. Ariendu Communale Energia 

and AmbienteIJ4 the Ontario Court of Appeal considered this issue in the context of an 

acceptance communicated by facsimile transmission. In this case, the plaintiff signed a letter 

of intent in Ontario and faxed it back to the defendant Azienda, in Rome. The plaintiff 

argued that facsimile transmissions should follow the postal nile exception, and therefore the 

contract would be formed in Ontario. The court disagreed, holding instead that when an offer 

is accepted by facsimüe the contract is fonned in the place where the acceptance is received. 

The court prefened the analysis of the House of Lords in Brinkibon Ltd. v. Stahag Stuhl 

G.m.6.H.. [1983] 2 A.C. 34 (H.L) where Lord Brandon, analyzing the applicability of the 

postai rule to an acceptance by telex, stated, at p. 48: 

The general principle of law applicable to the formation of a 
contract by offer and acceptance is that the acceptance of the 
offer by the offeree rnust be notified to the offeror before a 
contract c m  be regarded as concluded. The cases on 
acceptance by letter and telegram cod tu te  an exception to 

133 F r i h m ,  The h of Contract in Canada, 3d cd, ( Carswell: Toronto, 1994) at 65 - 68. 

'" Eartetn Poww Ltd. v. Anenda Communale E n q a  and Ambimte, [ 19991 O.$. No. 3275, Docket No. 
C3 1224 (Ont. C.A..). 



the general principle of the law of contract stated above. The 
reason for the exception is commercial expediency. That 
reason of commercial expediency applies to cases where therz 
is bound to be a substantial interval between the t h e  when 
the acceptance is sent and the time when it is received. In 
such cases the exception to the general d e  is more 
convenient, and makes on the whole for greater faimess, than 
the general rule would do. In my opinion, however, the reason 
of commercial expediency does not have any application 
when the means of communication employed between the 
offeror and the offeree is btantaneous in nature, as in the 
case when either the telephone or telex is used. In such cases 
the general principle relating to the formation of contracts 
remains applicable, with the result that the contract is made 
where and when the telex of acceptance is received by the 
offeror (case citations omitted). 

The Court of Appeal held that communications by facsimile are the "simple 

case of instantaneous communication between principles" and therefore the general d e  of 

contract formation is to be applied. There is no reason to suggest that communication by e- 

mail should be treated any differently. 

Persons doing business on the Internet in Canada would be well advised to 

ensure that contracts created through communications on the Intemet are formed (accepted) 

in their home jurisdiction as this will be a significant factor in the couri's determination of 

whether minimum contacts exist, or in Canada whether or not there is a real and substantial 

connection between the defendant, the action and the forum. It is also a significant factor in 

deciding which jurisdiction has the 'closest connection' with the parties and the action when 

applying the test of fown non convenienn. 

(c) Contract Terms 

Contracts for the sale of goods, including Internet transactions, are generalIy 

govemed by sale of goods legislation in each province in Canada and by the Ungonn 



Commercial Code in the U.S. How does the e-businesman know, however, which 

legislation to comply with, or must he comply with the legislation in every jurisdiction in 

which his products are sold? 

If the matter is before a Canadian court, either to impose a province's sale of 

goods legislation on the defendant, or in circumstances where the plaintiff is trying to 

enforce a foreign judgment in Canada, the court will look at the factors that create a real and 

substantial connection between the parties and the jurisdiction. One of those factors will be 

the place the contract is formed. Ifthe e-businesman had ensured that contracts are accepted 

in his home jurisdiction, the Ontario decision in Eastern Power would suggest that the 

contract is formed where the e-businessman accepted the ~ontract. '~~ It is unlikely that this 

factor alone would be de teda t ive  for the purposes ofjurisdiction under either the existing 

rules of court or the proposed Unifonn Court Jurisdiction and Proceedings tmnsfeer Act, nor 

would it be a sufncient connection to meet the test in Morguard Invesîments Ltd. v. De 

SavoyefJ7 It would, however, be persuasive both for the purposes of detemiining jurisdiction 

and for the conflict of law question of whose law applies. 

The choice of forum and choice of law stipulated by the e-businesman and 

included in his 'click wrap' agreement or contract created on-line is more likely to be upheld 

13' Eastm Power Ltd Y. Anenda CommmaZe Energza and A m k t e ,  [1999] OJ. No. 3275, DocketNo. 
C3 1224 (Ont. CA.). 

136 There is stiü an issue, however, of whether the contract is accepted when and where the contract is 
received by the s e m a  or by the individual operating the web page. The decision of the Copyright 
Bomd. Supm. would suggest that whexe the semer is Iocated is die key factor. The proposed Unifan 
Electronic Çommerce Act would deemtbe efectronic document to be received at the addressee's place 
of business* and,, if the addressee has more than one phce of business* at that place which has the 
closest reiationship to the underlying îransaction. 



by the courts following the decision in Rudder v. Microsoft C~rp. '~* This pennits the e- 

businesman to gain some mesure of control over which courts may assume jurisdiction as 

well as the contractual terms that will be imposed on his transaction by legislation. 

(d) Clniforni Electmnic Conrnierce Act 

Numerous bodies have been working on proposds to bring some sense of 

certainty to the area of e-commerce. One such body is the United Nations Commission on 

International Trade Law (UNCITRAL) which, since 1985 has had a significant involvement 

in cornputer related rnatter~.'~~ In the mid-19909s, it took particular notice of the increasing 

number of transactions in international trade that were carried out by means of electronic 

data interchange and other means of e-commerce involving the use of alternatives to paper- 

based foms of communication and storage of information. UNCITRAL has sought to fulfill 

its mandate, which is to fuaher the progressive harmonization and unification of the law of 

international trade, by expanding its involvement h m  EDI and EFT transactions to e- 

commerce standards. In so doing UNCITRAL, on June 12,1996, adopted a mode1 law that 

would facilitate ". . .the use of electronic commerce, [which would bel acceptable to States 

13' Rudder v. Microsofi Corp., Ontario Superior Court of Justice, Octoba 8, 1999. 

http~/~~~.~ncitral.orglen~mdex~htm The United Nations Commission on International Trade Law 
(UNCïïRAL) was established by the United Nations G e n d  Assembly in 1966. The Commission 
is regarded as the core Iegal body of îhe United Nations system m the field of international trade law 
and the main vehicle by which îhe United Nations can play a more active role m reducing and 
removing obsîacles to the flow of trade. The g e n d  mandate of the Commission is to further the 
progressive harmonization and unincation of mternational Uade law and to m v e  unmcessary 
obstacles to mternationaI trade caused by madequacies and divergence m nationai IegisIation af5ecting 
trade, The Commission has carried out wodc m eight different areas of trade law mcludiug: 
international sale of goods and related transactions; intemational transport of goods; mteraational 
payments (Legal Guide on Electronic Ftmd TraflSfers, Mode1 Law on Internatioaal Credit Tramfers); 
Ïntemational commercial arbitration and Electronic Commerce (Mode1 Law). To deveiop the 
preparatory work on topics within the Commission's program areas, UNCITRAL estabiished thm 
Worhg  Gmups cmenUy named the Workîng Group on Intemationai Contract Practices, the 
Working Group on Insolvency Law and the Wodring Group on Eiectronic Commerce. 
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with different legal, social and economic systems, [while contributing] to the development 

ofharmonious international economic relations." (the UNCITRQL Model Law on Electronic 

Commerce or "Model Law"'?. 

Recognizing the dramatic and explosive growth of the Internet and e- 

commerce, as well as the deficiencies in modem day legislation, the United Nations resolved 

to adopt the UNCITILU, Model Law on Electronic Commerce as a guide for states to 

hannonize and uni@ international trade laws. in response, the Uniform Law Commission 

has adopted the Uniform Electronic Commerce Act ('WECA') as model "enabling" 

legislation to provide certain& arnong private parties while establishing a hmework for e- 

communication with govemment. The new legal h e w o r k s  proposed by the Model Law 

remove barriers for e-commerce by making the law "media neutrai" and flexible to 

accommodate the radical changes so prevalent in information technology. The new 

legislation also provides much needed clarification on contractual issues arising fiom 

communicating electronicdy, and establishes greater certainty with respect to the formation 

of on-line contracts, including electronic signatures. 

In Canada, the challenges posed by an increasingly global and digitally-driven 

economy are being addressed at different levels. At the federal level, there are currently two 

major initiatives: Bill C-6 (formerly Bill C-54), the Personal Infornation Protection and 

ElectronicDocuments Act; and the Govecnment of Canada's Public Key Mhstmcture (PKI) 

Initiative. These initiatives are the means by which the federal Department of Justice seeks 

to establish a legal fhmework to provide Canadians semity and confidence in the utilization 

Ma UNCITRAL Model Law on Electronic Commerce with Guide to Enactment (l996), with additionai 
article 5 as adopted in 1998. 
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of the Internet as a place to communicate and to conduct business, and to facilitate e- 

commerceM1 nationaliy and intemationally in a secure environment. 

Parliament has adopted the plinciples of the Mode1 Law in Part II ofBill (2-6. 

In Part II of the Personal Information Protection and Electronic Documents Act a legislative 

scheme is set out whereby requirements in federal statutes and regulations that contemplate 

the use of paper or do not expressly permit the use of electronic technology may be 

administered or complied with using electroaic means. 

In essence, Bill C-6 authorizes ministers of the federal government to 

establish niles on how individuals may satisQ, by electronic means, the legal requuements 

for writuig, signatures, originals and the filing of specified forms in their dealings with the 

federal govemment. The legislation does not apply to relationships between private parties 

as this fds  within provincial jurisdiction. 

While recogniPng the provinces' constitutional jurisdiction over property 

and civil rights, the federal Department of Justice has nonetheless played a key role in the 

Uniform Law Conference of Canada in cirafthg the proposed provincial 

'" The f e d d  government de- e-commerce as: broadly, including any transaction where the 
underiying means of facilitatiug that transaction is electronic, and which is also used to deliver 
goverPrnent services. 

The ULCC's mandate is to harmouize the Canadian statute law where harmony is beneficiai. It does 
so by preparing unifonn statutes that it tecommends for enactment by the provinces and tenitories 
and sometimes by the f e d d  govemment as weL It &O does so by adophg imiform statutes deaihg 
with the choice of iaw. On occasion it promotes particuiar provisions for statutes or publishes guides 
to uniform legai procedure, 
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legislation, namely the Unifrm Electronic Commerce Act (UECA).lQ In adopting the 

UECA in 1998, the ULCC sought to address two fimdamental issues:'" 

1) How should the principles of the UN Model Law be implemented in 

Canada? 

How can the UECA reduce the legal uncertainty surrounding statutory rules 

that require writing, or signatures, or the use of original documents? 

The UECA's purpose is to create legal certainty in the area of "data 

messaging" where there currently exists legal uncertainty to promote the appropriate 

transition fiom a paper based economy, where statutory and legal d e s  require some 

documents to be "in writing", to be "signed by the parties", to be 'Wtnessed" with special 

effect given to the b'original" document, to an e-commerce economy, where intention can be 

communicated automatically, or by symbolic actions like clicking on an icon on a cornputer 

saeen. The UECA's primary focus is to provide a framework to ensure the intentions of the 

parties, so cntical for legal relationships, are adequately addressed. In fact, the UECA 

applies beyond the scope of "commerce", to almost any legal relationship that may require 

documentation. 

The ClECA '3 Fundamental Principles 

As discussed in the comrnentary to the UECA, the UECA embodies three 

fundamental principles: 
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1. Conducting business or communicating by electronic means is optional, not 

mandatory . 

Nothing in the UECA requires a persoo to use or accept information in 

electronic f o m ~ . ' ~ ~  The legislation is intended to be enabling, thereby giving parties the 

fieedom to choose how they wish to transact business. Provision is made for exceptions, such 

as wills, powers of attorney, and similar documents, where it is expected that specific niles 

will have to be established to ensure safeguards for their users. 

Communications with govemments are deait with separately, allowing the 

govemment to set its own d e s  (and timing) for accepting incoming electronic documents. 

Outgohg documents, however, will generally have to conform to the general standards of 

the UECA. 

2. Electronic documents are given the same legal statu or effect as their paper- 

based counterparts. 

The UECA's legislative technique is to make electronic documents equivalent 

to paper documents.'" These electronic documents are then superimposed onto the body of 

statutory and case law encompassing such requirements as "in writing", "signed" by the 

maker or to be the "original". This technique eliminates the need to amend the vast array of 

statutes that were passed before electronic communication was even contemplated. 

3. Questions of capacity ("Am 1 allowed to do this electronically?') are 

transformed into questions of proof C'Have 1 met the standard?'). 

UECA, section q1). 

f46 UECA, Part 1 . 
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The UECA seeks to remove doubt about whether a document can be 

electronically 'signed' by providing that the rnaker of a document can create bis own 

'electronic signature' on an attacheci or associated document that he intends to ~ign.'~'  

Whether or not he intended to sign a padcular document is again a question of proof, the 

standard of which wiU depend on the type of document. 

The standards are intended to be very flexible to aIIow for changes in 

technology . 

Part 2 of the UECA seeks to dari@ the common Iaw rules of contract by 

establishing d e s  for particdar kinds of communications, including: 

the formation and operation of contracts, (particutariy where there is no 

human intervention, the "electronic agent" example); 

the effect of using automated transactions, (the "shrink wrap" clicking on an 

icon example); 

the correction of errors when dealing with a computer at the other end of the 

iine (the electronic rnistake); and 

deemed or presumed t h e  and place of sending and receiving computer 

messages (the when and where of contract formation). 

The UECA is similar to Bill C-6 in authorizing governments to use eIecîronic 

technology to deliver services and cornmunicate with citizens. The UECA, üke the f e d d  

Iegislation, clannes how individds can deal with the government electronicdy (dthough 

147 UECA section IO. 



in this case, the provincial govemment) but also deals with nghts between private parties and 

the effect of electronic communications on those rights. 

On Decemberl6, 1999 the Province of Saskatchewan became the first to 

introduce e-commerce legislation based on the UECA. That legislation, entitled The 

Electronic Information and Documents Act, is currently beuig debated in the Saskatchewan 

Legislative Assembly. No other Canadian province has introduced similar legislation. 

(e) International Conventions 

An agreement for the sale of goods between a person in Canada and a party 

in another jurisdiction may require the consideration of international conventions deaIing 

with the sale of goods. The first of such conventions to review is the United Nations 

Convention on Contractsfor the International Sale of G00tik'~~ (also hown as the "Vienna 

Convention") which came into force on January 1,1988, after it had received the necessary 

number of  ratification^.'^^ Canada, as a consequence of its ratification, has incorporated the 

Viema Convention into its laws both federally,lM and in the common law provinces and 

territorie~.'~' 

The V i e ~ a  Convention and the statutes promulgated under that Convention 

apply to contracts for the sale of goods between commercial parties where the parties have 

la Reprinted at 19 ILM. 668 ( 1980). 

'49 Symposium on Vienna Convention on Conrrucrsfôrthe InternationalSaleof Goo& (1988) 2 1 Cornell 
Int. JJ. 419. 

ISI SA, 1990, c, 1-6.8; S.B.C. 1990, C. 20; SM. 1989-90, c.18 - C. SI 1; SNB, 1989, C. 1-12.21; RSN, 
1990, c. 1-16; SNS. 1988, c, 13; RS.O.1990, c. 1.10; RS1.E.I- 1988, C. Id, S.S. 1990-91, c. 1-10.3; 
RSN-W.T. 1988, c. 1-7; S.Y, 1992 1992, c. 7. 
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places ofbusiness in differing signatory states.ln The Vienna Convention does not, however, 

apply to the validity of the contract itself or any of its provisions,1s3 the effect of a contract 

on the property in the goods,lM nor does the Vienna Convention address jurisdictional issues. 

AU of these issues remah to be addressed according to the applicable conflict of law d e s  

in the jurisdiction where the matter is being decided. 

A second, and perhaps more significant international convention as it relates 

to jurisdiction, is the Convention on Jurrîdiction and the Enforcement ofJudgments in Civil 

and Commercial Matters'" (aiso known as the Brussels Convention). This Convention deals 

with the issue of jurisdiction to adjudicate and also covers enforcement of foreign courts' 

judgments. 

According to this Convention, the generai rule is that persons domiciled in 

a contracting state shail, whatever their nationality, be sued in the courts of that state? 

There are some exceptions to this general rule that will in certain circumstances allow the 

plaintiff to choose a jurisdiction other than the defendant's residence. By way of example, 

in matters relating to a contract, the plaintiff can choose to sue either in the place where the 

la Art. 1. Also, the Vienna Convention does not apply to: contracts for the sale of goods bought for 
personal, f d y  or househoid use; sais by auction, sales of electncity, sales of stock shares, 
investment secmities, negotiable instruments or money, or to sales of ships, vessels, hovercraft or 
aBaaR; contmcts for the supply of go& to be manufacnired or produced w h m  the party ordcring 
the goods undertakes to suppIy a substantial part of the materiais necessary for such manufacture or 
production; contracts in which the preponderant part of the obligations of the supplier of goods 
consists in the supply of labour or other senrices. 

Art. 4(a). 

LU A ~ L  4(b) except to the extent expfessly provided in the Convention. 

155 Convention on JurLsdiction and the Enforcement ofJudgments in Civiland Commercial Matters, 1972 
J.0- (L 299) 32, ceprinted 29 I.L.M. 1417, 
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contract is to be performed, or, if different, the domicile of the defendant.ls7 For tort clahs, 

Article 5.3 of the Brussels Convention designates "the courts for the place where the hamiful 

event occurred." In torts on the Internet, however, there may be more than one such place. 

If, for example, a musical recording is posted, without permission, on a website in England, 

the &ger has made the work available for downloading everywhere there is access to that 

website. The courts of each of the place of initiation and the places the hami is caused are 

al1 competent under section 5.3, provided they are each Contracting States. 

Contrary to U.S. and Canadian law, having aUreal and substantial comection" 

with the state or 'doing business' in that state is not a permitted basis for the exercise of 

jurisdiction. Residence and domicile are the key (but not exclusive) factors. 

The Contracting States to the Brussels Convention only include members of 

the European Economic Union and not Canada or the United States. The Brussels 

Convention's limitations on the jurisdiction of EU. courts do not govem litigation between 

persons domiciled in the E.U. and non-E.U. domiciled defendants. Rather, the domestic civil 

procedure and conflicts rules of each national forum apply.IS8 

Canadian and U.S. e-commerce cornpimies should address the issue as to 

whether thek activities over the Internet wili bring them within the punriew of the Bmsels 

Convention. For example, if their company has servers located in Europe or ifthe company 

has a distribution centre located in Europe to deliver goods purchased over the Intemet, these 

factors may be sutncient to trigger the jurisdictional d e s  imposed by the Convention. 

'57 Art. 5(2). 

im Canadian Conflct of b s ,  4& ed (Vancouvn: Butterworths, 1997), I.G. Castel at 7. 



Payment 

Ifa supplier is selling goods and senrices over the Intemet and being paid by 

the use of a credit card, few issues are involved with such a transaction. If7 on the other band, 

the transaction is one between businesses, involving invoicing for the goods or installment 

provisions, interest will likely be charged as part of granting the credit. There are numerous 

federal and provincial laws dealing with interest charges and credit disclosure requirements. 

Ensuring that the agreement between the parties contains an enforceable jwisdictionaI clause, 

and a choice of law clause will be vital but, according to local legislation, may not be 

determinative as to which jurisdiction's laws will apply to the contract of sale. 

(g) Data CoUection - Privacy 

Data protection measures Vary considerably fkom one jurisdiction to another 

and ofien from one business sector to another. Consumers fiequently deal directly on-line 

with vendors located in countries where privacy laws and expectations differ Eom their own. 

Whose data protection laws and which enforcement mechanisms will govern the collection 

and use of personal information? 

Website privacy policies in the U.S. are largely based on a sectoral approach 

that relies on a m k  of legislation, regdation and self-regdation and is often based on new 

and rapidly evolving d e s  and practices broadly described as "fair information practices". lS9 

The primary factor in both the tort area and the emerging legislation is that of informed 

1s S. Killingsworth, Minefields Hopscotch: Introduction to Web Site M a c y  hpubl ished by the Law 
News Network's Tech Law Center found at 

htrp.J/~~~~h~11e~gletwork.co~ctice/techlawtpaperslla~A8555- l999Oct29 himi 
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consent. Typically, consent is required for the collection of personal information and the 

subsequent use or disclosure of that information. 

Apart fiom legislative and regulatory schemes, the most relevant body of law 

related to website privacy is the tort of invasion of privacy, which occurs through public 

disclosure of private information. To succeed, the plaintiffmust show that (i) the disclosure 

of such information would be highly offensive or humiliahg to a reasonable person, (ii) is 

of no legitimate concern, and (iii) the disclosure is disseminated widely enough to be 

considered public knowledge. Unless the information being collected is extremely sensitive, 

in most instances the normal collection of information for marketing purposes would be 

unlikely to atûact liability. 

"Fair idormation practices" include such practices as the provision of notice 

as to what data is being collected and for what purposes, the ability to choose whether or not 

to permit the collection of data, access by the consumer to the information being collected, 

measures to ensure the security and integrity of the information and appropnate means for 

enforcement. These practices were first articulated in 1973lW and subsequently formed the 

ba i s  of the guidelines adopted by the Organization for Economic Cooperation and 

Development in 1 980,161 and with fùrther refinernents, forming the basis of the EU Privacy 

Directive. 

The Department of Hdth,  Education and WeIfare, Records, Cornputers, and the Rights of Citizens 
(1973). 

16' OECD, Guidelinesfor the Protection of Personal Data and Transborder Rows of Persona2 Data 
(1980). 
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In the U.S., the Federd Trade has enforcement power over 

"deceptive acts or practices", but does not have the authority to require privacy policies or 

regulate their content. Their enforcement power can be invoked to ensure a website operator 

complies with the representations made to the consumer as to how their information will be 

used. 

The Children 's On-line Privacy Protection Act, la enacted in 1998, applies 

to commercial websites targeted to children or those that collect information about children 

who are 12 years of age and under. It codifies the "fair information practices" starting with 

the requirement to post a privacy policy that includes notice oE 

1. who is collecting the data; 

2. what data is being collected 

3. how the data will be used; 

4. to whom the data may be disclosed; and 

5. the consequences of refusing to give the information. 

The Act provides that there must be pnor "venfiable consent" to the 

collection, maintenance and disclosure of information about children. Notwithstanding that 

the parent chooses to allow the collection of data by "opting-in", there remains an ongoing 

right to prevent fiuther use or collection of information fiom their child. Further, parents 

have access to the infoxmation being stored about their children and the operator must take 

15 U.S.C.A. section 41 et seq. 

'* The Children's Online Privacy Protection Act,lS U.S.CA, section 6501 et seq. 
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reasonable meames to protect the security of such data and ensure its integrity and accuracy. 

Rules for content and placement of the privacy policy will be defined in the FTC regulatiom. 

Cmently there is no similar legislation that applies to the collection of data 

nom adults or children over the age of 12.'" 

The Eurupean Union Directive 

The European Union ("EU") Member States, with a view to effecting greater 

harmonization of' the data protection laws, passed Directive 95/46/EC relating to the 

protection of individuais with regard to the processing of personal data and the fkee 

movement of such data (the "EU Data Protection Dire~tive").'~' The EU Data Proteçtion 

Directive was adopted in 1995 and was to be implemented by the Member States by October 

The EU Data Protection Directive regulates the "processing" (defined to 

include mything that can be done with data, nom collection to deletion) of 'personal data'' 

(data about an identified or identifiable individual) either by automated means or as part of 

an organized nluig system for commercial purposes about European citizens to other 

corntries that lack 'adequate' protection of privacy. 

There are some exceptions m speciaiized Iegislation deahg with consumer reports used for purposes 
such as credit or inmance tmderwritmg and empIoyment decisions (the Fair Credit Reporting Act, 
15 U.S.CA. section 168 1 et seq.), the EZectmnic Communicutiionr M a c y  Act (18 U.S.CA. sections 
2510-2522, 2701-2711) which applies to the monitoring or disclosme of e-mails or private 
discussions by a site that provides those smrices, and some privacy laws celahg to medical 
information. 

'" Direetive of the EuropeanPariiament and of die Cornicil on the Protection ofIndividuais With Regard 
to the Processing of Personal Data and on the Free Movement of Such Data, October 1995. AvailabIe 
at htrp~/\~~~2.echo.lu~egaVen(datitpmt/directiv/directivhtml. 
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The Data Protection Directive raises some interesthg issues relating to 

jurisdiction. Firstly, if U.S. companies collect the data on cornputers located in the US., it 

is unlikely that Member States of the EU can exert any control over the use of uiformation 

collected about European residents. If an EU Member takes action in their country against 

a U.S. company for failure to comply with the EU Data Protection Directive, that country's 

right to take jurisdiction over the U.S. company will no doubt be at issue dong with the 

question of which laws apply to this collection of data. 

For example, Article 25 Principle 1 states that the Member States shall 

provide that the transfer to a third country of personal data which are undergohg processing 

or are intended for processing after transfer may take place only if, without prejudice to 

cornpliance with, the national provisions adopted pursuant to the other provisions of the EU 

Data Protection Directive, the third country in question ensures an adequate level of 

protection. Principle 2 requires that the "adequacy of the level of protection afForded by a 

third country shall be assessed in light of al1 the ~Ucumstances surmunding a data transfer 

operation or set of data tramfer operations; and particular consideration shall be given to the 

nature of the data, the purpose and duration of the proposed processing operation or 

operations, the country of ongin and country of final destination, the d e s  of law, both 

general and sectoral, in force in the third country in question and the professional d e s  and 

security measmes which an complied with in that country. 

The EU Data Protection Directive also provides that even if the third country 

does not have adequate data protection measures in place, a transfer of personal data may 
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still take place on condition that the data subject has given his consent unambiguously to the 

Some concems raised about the impact of the EU Data Protection Directive 

'mie Europeans are not going to tolerate the existence of 'data havens"' that 

operate beyond the reach of the Directive; 

"[Tlhe initial determination of 'adequacy' will remain with the national data 

protection agencies." 

". ..once these issues enter the [European] Commission they are Likely to be 

influenced by wider political and econornic concerns." 

". . . will 'adequacy' just be measured against the principles of the Directive 

or also against the methods of enforcement and oversight?' 

". . .neither the supemsory autho&y nor the data contmller hm the power 

to scrutinire theprocessing ofpersonal data in another jurisdiction, nor c m  

they be fully satisfied that data subjects can exercise their pnvacy rights." 

[emphasis added] 

AI1 multinational h s  now operathg in Europe with a U.S. presence may 

h d  it necessary to alter their data collection and processing standards in response to the 

perception that U.S. privacy protection is less than adequate. As a resuit, the EU and the U.S. 

have been negotiating "Safe Harbor" principles that US. compafTLies could adopt to ensure 

t66 Article 26 Derogations 1. 

CJ. Bennett and CD. Raab, The Adequacy of Privacy: Tlie Europemr Union Data Protection 
DVective und the Norîh Amencm Responses, Tite Infunnation Socteq, VOL 13,1997 at 245-263. 
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continued access to consumer data fiom Europe. These principles resemble the FTC 'fair 

information practices" with greater ability to "opt-id' before specified information is 

gathered and the ability to "opt-out' of some uses of the information. If an organization 

adopts these principles, publicly declares their adherence to these princip les, and the 

organization is subject to the jurisdiction of the FTC or another govemment body with 

powers to take enforcement action in cases of deception or misrepresentation, the 

organization privacy policies will be considered 'adequate' for purposes of the EU 

Directive.'" If a US. based organization collecting data in Europe does not voluntarily 

choose to cornply with tht safe harbor principles, these companies may find that information 

about European customers cannot be shipped to the US. for processing. 

Some companies operating intemationally rnay be able to satisw the 

requirement by demonstrating that voluntary practices they have put in place meet the 

necessaiy 'adequacy' test or that they have obtained the unambiguous consent of the person 

whose information is being p roce~sed .~~~  It has been argued that self-regulation by the 

industries and h s  most likely to be afTected is a more positive approach considering that 

the U.S. has no appetite for the kind of across-the-board regulatory appmach now prevalent 

in Europe.17* 

168 Summary of the Main Operative Provisions of a Possible Decision on the Basis of Artrcle 25.6 of the 
Data Protection Directive Concenring the US. 'Safe Harbor' found at www,it..doc.gov visited 
January 2,2000. 

169 Dr@ International Safie Harbor Privacy Principles Ismed by the US. Depariment of Commerce, 
November 15, 1999, found at www.iîa.doc.gov visited January 2, 1999. 

170 PIP. SwÏre and R E  Litan, Avoidhg a Shawdown Over EU PRVacy b s ,  Brookings Poiicy Brief 
Series No. 29, Brookings Institution, February 1998. Accessed from 
http'Jl~~~.bmoteda/commtpOIicybriefdpM)29/pb29htm on Janwy 2,2000. 
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Canadian companies that process data relating to European customers and 

ernployees in Canada which comply with the guidelines set out in the proposed Bill C-6, may 

not have the same concerm with the EU Data Protection Directive. 

Apart fkorn Quebec, which has a data protection law based upon the French 

rnodel,l7' Canada has, until recently, relied on self-regulation for commercial collection, 

processing and use of personal information. Partly spurred by the EU Data Protection 

Directive, Bill Cd, the Permnallnfonnatiun Protection and Electronic Documents Act was 

passed by Parliament October 1999.1R The £ k t  part of the proposed Act establishes a right 

to the protection of personal information (such as race, color, age, marital status, religion' 

education, blood type inter a h . )  collected, used or disclosed in the course of commercial 

activities in the private sector. Commercial activity is any activity of a commercial character 

including sales, purchases, exchanges and barters excluding some activities in the health 

sector and information collected solely for journalistic, d s t i c  or literary purposes. 

The Bill fiutha provides for a Privacy Commissioner to receive complaints 

concerning contraventions of the principles, conduct investigations and attempt to resolve 

such complaints. Unresolved disputes relating to certain matters can be taken to the Federal 

Court of Canada for resolution. 

Rotection of this information is accomplished by requiring organizations to 

comply with the obligations in the Canadian Standards Association's (CSA) Mode1 Privacy 

"' Quebec Act Respecting the Protemon of PmonaI Infinnation in the M a t e  Sector, 1993, Biü 68 
(1993, chapter 17), National Assernbly of Quebec, Second Session, thirty-fourth Legislatrire. 

ln The Bi11 was passed by the Senatte m December, 1999. The Bi& passed by the Senatte, mcludes an 
amendment to define pasonal heaIth Somation and to delay implementation of the Büi to such 
mformation for one year. As a r d t ,  the Biü mnst be reconsidered by the House of Commom. 
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Code, which is attached as a schedule to the Bill. This Code was established following input 

by most interested sectors, including consumer advocacy groups and is modelled on the 

OECD Pnvacy Guidelines adopted in 198 1. ln 

Following a one year transition period, the Act will apply to the federally 

regulated private sector, namely telecommunicatioos, broadcasthg, banking and 

interprovincial transportation, in respect of employee and customer information. It will atso 

apply to organizations that trade in personal information across interprovincial and national 

borders such as credit reporting agencies, credit card companies and website operators 

operating interprovincially or intemationally. M e r  three years the law will apply to al1 

commercial activity, including activities that are provincially regulated unless the province 

passes a law that is substantially similar to the Bill, in which event the province's legislation 

will govem those organizations and activities covered by the provincial law. 

The obligations that the organizations are required to meet are contained in 

ten principles which relate to accountability, identifjbg purposes, consent, limiting 

CO llection, limiting use, disclosure and retention, accuracy, safeguards, openness, individual 

access and challeoging cornpliance. These principles apply to the collection of 'personal 

information" which means information about an identifiable individual in any for~n''~ and 

applies to Miormation in the possession or custody of the organization, including information 

that has been transferred to a thkd party for processing. "s The primary principle in the 

ln fiidelines on the Protection ofprivacy and Transborder Data Flows ofPenonai Data, Organization 
for Economic Coopemtion and DeveIopment, 1981, Paris OECD. 

LIS Bill C-6, Schedule 1, section 4.13. 
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CSA's Mode1 Privacy Code, however, is the requirernent for compauies to obtain an 

individual's consent when they collect, use or disclose the individual's personal information. 

Jurisdictional difficulties aise which are similar to those experienced in the 

U.S. Given that so much personal information on Canadians flows to the U.S. where it is 

stored, processed, tram ferred and generally used be yond the j urisdiction of the Canadian 

governrnent, there may be little cornfort given to Canadians with the passage of the Bill into 

Iaw. 

It is still difficult to ascertain the residence of a website visitor or e-mail 

addressee, and it is difficult for vendors to restrict their campaigns geographically. Currently, 

the courts appear to be restricting the assumption ofjurisdiction over website operaton that 

do not deal directly with consumers in the fonun. However, data can occasionally be 

collected merely nom a visit to a website located in another country and might be used for 

e-mail solicitations even if the consumer does not make a purchase. Ifthe website operator 

in fact uses the Uifonnation gathered to make e-mail solicitations, this may be viewed in the 

U.S. to be sufficiently interactive to constitute ''minimum contacts" or to create a "real and 

mbstantial connection" in Canada The chances are even greater if there is any active or 

extensive data collection h m  website visitors or efforts by the website operator to contact 

them directly. Thus, unless the website operator makes an effort to identify the residence of 

the consumer, and to comply with that state or province's privacy laws, the operator may 

become subject to jurisdiction in Canada, or elsewhere, for data protection violations. 

There is currentiyno jinisdictiod jurisprudence dealing with data protection 

in Internet cases. A violation of data protection laws rnay not normally result in substantial 



monetary damages and the cost of litigation should keep most consumers fiom resorting to 

the courts, except in extreme cases of abuse. 

The U.S. has, as a matter ofpolicy, restricted theu legislation to very specific 

area~."~ Website operators in Canada that are actively collecting data from Canadian 

residents and are transfhg that data interprovincidly or internationally, would be well 

advised to comply with the proposed Bill Cd. Altematively, the organization may wish to 

consider locating their cornputers in, and operathg fiom servers located in, the US. where 

the privacy laws are, at the lest, less restrictive and in some areas non-existent. 

Special Classes of Peo~le 

(a) Consumer Transactions - Advertising 

Advertishg on the Intemet introduces legal risks for the e-commerce 

entrepreneur. Since content on-he can be accessed by potential customers worldwide, the 

potential for international and multi-jurisdictional liability arises. 

The following fact situation is useful in illustrating issues arising h m  

advertking on the Internet. 

StereoCo, a Vancouver based Company. manufacturers and markets stereo 
components to b r o k s  throughout Canada and the US. who retail the components to 
commers. Occusionally, StereoCo will deal directly with the consumer, but usually the 
contractuai nexur is between the retailer and the consumer. Retailers have defined 
territorial sales areus. 

StereoCo operates a website to describe the benefts of its products. A toll- 
free number is @en to provide additional information. The website a h  describes any 
promotional items that StereoCo is marketing at a discount and is generally wed as an 
advstising tool for its products. A coltsumer otders a pair of speakers manufactured by 
StereoCo from her local retailer and hm them delivered to her home in Oregon. Music 

'" See, for example, the federal Children 's Online h a c y  Protection Act, 1998 and recent "anti-spam" 
laws in hdividuai states. 



delivered over the speakers is highly distorted contrnry to the representatiom on the website 
whieh clahed the clarity of the music delivered over the speakers was suprior to Brand A. 
A@ diseovering that such comparative advertsing is not permitted by Oregon state law, 
the consumer registers a complaint with Oregon consumer affairs department. The state 
applies to an Oregon court for an injunction and damages against StereoCo. 

In this example, the first issue to address is whether there is a co~ec t ion  

between the website and the cause of action. In this case the conduct of StereoCo in placing 

cornparison ads on their website is the very act that is the subject matter of the complaint and 

therefore the court only needs to £ind that StereoCo has sufficient contacts with that state to 

indicate that they have purposefully availed themselves of the privilege of conducting 

activities in the forum state, thereby invoking the benefits and protection of its laws. 

As previously discussed, the preponderance of case law in the U.S. would 

suggest that something more than a passive website advertisement is required for the local 

court to assume personal jurisdiction. Moreover, unless the defendant's advertisements were 

specifically directed to that state, ZDS Life Ins. Co.'" would hold that such general 

advertising is not the type of 'purposeful activity' related to the forum that would make the 

exercise of jurisdiction fair, just or reasonable. However, a local court rnay look to other 

factors unrelated to the activity on the website to h d  other examples of 'purposehl activity' 

as in the cases of Heroes, Inc. v. Heroes Foundatiodn and Blumenthal v. D r ~ d g e . ~ ~ ~  The 

relationship between StereoCo and its retailers may be enough of a 'contact' to allow the 

court to c l a h  jurisdiction. 

nS IDS Lge Ins. Cb. V. SunAmerica, Inc., 958 FSupp. 1258 (N.D.IIl-1997). 

ln Heros, Inc. v. Heroes Foundution, 958 F.Supp. 1 @D.C. 19%). 

lm Blumenthal v. Dnrdge, 992 F.Supp. 44 (D.D.C. 1998). 
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In the absence of such a relationship it is unlikely that Oregon courts would 

take jurisdiction over this matter. 

StereoCo may, however, be exposed to liability under Canadian law. The 

federal Cornpetition Act,Im which was recently amended to meet the changing demands of 

the Canadian consuming public, contains broad prohibitions against making fdse or 

misleading representations to the public. Generally, this statute prohibits representations 

which are fdse or misleading in a material respect, whether such representations are made 

directly or indirectly. 

It M e r  prohibits: 

False or misleading guarantees for the promise of replacement or maintainhg 

an article where the form of the guarantee or warranty is material and 

misleading and there is no reasonable prospect that the warranty or guaranty 

will be carried out. 

Misleading representations as to the price at which the article is ordinarily 

sold. 

Double ticketing. 

Certain multi-level marketing activities. 

Bait and switch practices. 

Contests which do not disclose the number and approximate value of the 

p k e s  or material information relating to the chances of success. 
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The Act provides two avenues for combathg misleading advertising. The fkt  

is criminai, and is detailed in the misleading advertising provisions. The second involves a 

civil process whereby the Cornpetition Bureau counters misleading advertising by obtaining 

corrective redress fkom the courts, without criminal sanctions. 

In comparing its products with those manufactured by Brand A, StereoCo 

may also be exposed to an action in Canada under section 7(a) of the Tmde-marks Actf8' if 

the advertisement is found to contain fdse or misleading statements which tend to discredit 

the targeted cornpetitor's business. 

Corntries throughout the world have varied regimes to protect their 

consumers and they will not easily relinquish their sovereignty in the application of those 

laws when their citizens are advenely affected by a transaction conducted on the Intemet. 

It would be reasonable to assume that the threshold for foreign courts to assume jurisdiction 

in such consumer transactions will be low. 

C. Soecial Ciasses of Products 

(a) Adjudicatory and prescriptive jurisdiction 

The ability of the forum to apply its state or federal laws to the dispute or the 

person depends on, inter alia, whether the application or use of that law contlicts with 

established principles of international law, international comity and foreign relations. 

As previously indicated, one of the basic tenets of international law is that 

sovereign States have exclusive jurisdiction in their own temtory to control both the residents 

of that jurisdiction and the rights to property fond within that state. Briefly, applying the 

111 Trade-Marks Act, R.S.C. 1985, c, T-13, as am S.C. 1990, c. 14; c. 20; 1992, c. 1; 1993, c-15; c. 44; 
1994, c. 47; 1995, c. 1; 1996, c. 8. 
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principles of territoriality, a country has jurisdiction to prescribe law when one of the 

following factors is present: 

1. The conduct takes place wholly or in "substantial part'' in the country's 

territory ; 

2. The question is the sbtus of persons, or interest in things, found in the 

country's temtory; 

3. When the activities, interests, status or relations of the country's nationals 

both within and without the temtory of the country are affected; or 

4. There is conduct outside the country that is directed against the security or 

certain other national interests of the country.'82 

Even if one of these factors is present, an ovemding test of reasonableness 

is applied which takes into account the consideration for the interests of other states.Is3 

Generally, courts in both the U.S. and Canada look to physical presence in the country or 

contacts with their country as the principal basis for both prescriptive and adjudicatory 

jurisdiction, however the "effects doctrine" has gained populanty with respect to criminal 

law, trademarks and securities regulation.IM Canada requires a "real and substantial 

'" Restatement of the Law Titird. Restatentent of the Law, The Forerergn Relations Law of the United 
States (1987) section 402, These des  represent a W1y accurate summary of the general principles 
applied m Canada, 

Restatement of the Law Third Restatement of the Law, The Foreip Relations Law of the United 
States (1987) section 403. 
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connection" between the action and the forum, recogniPng the principles of comity and 

fortcn non conveniens to balance the Uiterests of the parties with the interests of the f ~ n u n . ' ~ ~  

The Supreme Court of Canada in Libmun v. nie Queen. [ 19851 2. S.C.R. 178 

considered the territoriality pruiciple as it applies to criminal law. Libman involved a h u d  

charge under the China1 Code where the accused conducted activities in several countries, 

including Canada In reviewing the history of English and Canadian law as it relates to 

criminal offices, La Forest J. stated:Ia6 

[Tlhe tenitonal principle in criminal law was developed by 
the courts to respond to two practical consideratioas, k t ,  
that a country has generally little direct concem for the 
actions of malefactors abroad, and secondly, that other states 
may legitimately take umbrage if a country attempts to 
regulate matters taking place wholly or substantially within 
their temtorîes. For these reasons the courts adopted a 
presumption against the application of laws beyond the 
realm.. . 

The principle has not, however, been so rigidly applied. If a person's actions 

abroad have an unlawfil consequence within the state, the Court acknowledged that the 

control of such activities and the protection of the public are legitimate purposes for the 

criminai law. The principle of international comity has traditionally been viewed as a 

consequence of the territoriality principle, Limiting a country's authority to exercise 

jurisdiction over cases that involve persons, interests, or activities of persons who are 

residents of other countries.'" In discussing the applicability of cornity to actions occwrhg 

outside the state which have rmlawful consequences in the state, La Forest J. applied the 

lu See Hunt v- TdWplc [1993] 109 DL& (4"') 16. 

' ~ 5  Libman v. The Queen, Il9851 2. S.C.R. 178 at 208. 

'" Canadian Conflicet of Luws, 4th ed (Vancouva: Buttenvorts, 1997), JO Castel at 15-1 6. 



reasoning of the House of Lords in Tracy v. Director of Publicprosenctions, [1971] A.C. 

537, a case involving a criminal charge of blackmail where the accused posted a letter in 

England to a wornan in West Gemany demanding money upon certain threats. La Forest 

described Lord Diploic' s decision as follow s : 18' 

In his view, if the facts alleged and proved constitute the 
offence charged, the only reason ... for refusing to convict was 
to be found in the international rules of comity which must be 
presumed Parliament did not intend to break. But he 
interpreted comity narrowly to attempts to regulate conduct 
abroad and not in the United Kingdorn. As he put it, at p.56 I : 

It would be an unjustifiable interference with the sovereignty 
of other nations over the conduct of persons in their own 
temtories if we were to punish persons for conduct which did 
not take place in the United Kingdom and had no harmful 
consequences there. But 1 see no reason in comity for 
requiring any wider limitation than that upon the exercise by 
Parliarnent of its legislative power in the field of criminal law. 

In particular he noted that comity did not prevent Parliament 
fkom prohibithg conduct in England that has consequences 
abroad. Nor did it give imrnunity to persons abroad for 
conduct there that has harmful consequences in England. He 
continued at pp. 56162: 

There is no nile of comity to prevent Parliarnent nom 
prohibithg under pain of punishment persons who are present 
in the United Kingdom, and so owe local obedience to out 
law, fiom doing physical acts in England, notwithstanding 
that the consequences of those acts take effect outside the 
United Kingdorn. Indeed, where the prohibited acts are of a 
kind calculated to cause hann to private individuals it would 
favour of chauvinisrn rather than cornity to treat them as 
excusable merely on the ground that the victim was not in the 
United Kingdom itself but in some other state. 

Nor, as the converse of this, can I see any reason in cornity to 
prevent Parliament h m  rendering liable to punishment, if 

- - 

'" Libman v. The Queen, cl9853 2. S.C.R. 178 at 195. 



they subsequently corne to England, persons who have done 
outside the United Kingdom physical acts which have 
harmfhl consequences upon victims in England. The state is 
under a correlative duty to those who owe obedience to its 
laws to protect their interests and one of the purposes of 
criminal law is to &ord such protection by deterring by threat 
of punishment conduct by other persons which is caiculated 
to h m  those interests. Comity gives no right to a state to 
insist that any person may with impunity do physical acts in 
its own temtory which have harmfbl consequences to persons 
within the temtory of another state. It may be under no 
obligation in c o r n .  to punish those acts itself, but it has no 
ground for cornplaint in international law if the state in which 
the harmful consequences had their effect punishes, when 
they do enter its territones, persons who did such acts. 

The bi t s  of comity as it applies to a state's right to prescribe conduct, is 

summarized by La Forest, as f o l l o ~ s : ~ ~ ~  

As 1 see it, al1 that is necessary to make an offence subject to 
the jurisdiction of our courts is that a significant portion ofthe 
activities constihiting that offence took place in Canada. As 
it is put by modem academics, it is suffîcient that there be a 
"real and substantial 1 W  between an offence and this 
country, a test well known in public and private international 
law ... 

La Forest J. also described the need to adopt an evolving, and broader, 

concept of c ~ m i t y : ' ~  

Just what may constitute a real and substantial link in a 
particular case, 1 need not explore. There were ample links 
here. The outer limits of the test may, however, well be 
coterminous with the requirements of international comity. 

As I have already noted, in some of the early cases the 
English courts tended to express a narrow view of the 

190 Libman v. The Queen, [198a 2. S .Ck  178 at 213. 



territorial application of English law so as to endure that they 
did not unduly infringe on the jurisdiction of other states. 
However, even as early as the late 19' century, following the 
invention and development of modem means of 
communication, they began to exercise criminal jurisdiction 
over transnational transactions as long as a signifïcant portion 
of the chah of action occurred in England. Since then means 
of communications have proliferated at an accelerating Pace 
and the common interest of states have grown 
proportionately. Under these circumstances, the notion of 
comity, which means no more or less than "kindly and 
considerate behavior towards others", has aiso evolved. How 
considerate is it of the interests of the United States in this 
case to permit crirninals based in this country to prey on its 
citizens? How does it conform to its interests or to ours for us 
to permit such activities when law enforcement agencies in 
both countries have developed cooperative schernes to 
prevent and prosecute those engaged in such activities? To 
ask these questions is to answer them. No issue of comity is 
involved here ...[W e should not be indifferent to the protection 
of the public in other contries. Ln a shrlliking world, we are 
d l  our brother's keepers. In the criminal arena this is 
underlined by the international cooperative schemes that have 
been developed among national law enforcement bodies. 

Stretching the Limits of comity even M e r ,  the Supreme Court of Canada in 

Tolofon v. declared that in actions involving tortious conduct, the law to be 

applied is that of the place where the wrongful activity occwed. This may not be the same 

place as where the effect (or damage) consequent to the activity occurred. It is likely, 

however, that a determination of where the damage is caused and where the activity takes 

place will each mate links with the state that may be sufficient to meet the requirements of 

comity. Ifa defendant's conduct, whether criminal or tortious, occurred in a state, or had an 

eEect in that state, it is probable that the state wiIl assume jurisdiction over the person and 

also apply its laws, whether criminal or civil, to the conduct at issue. 
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The Example of Amazon.com 

Concerns about a Canadian Company being haled into an overseas court 

because that conduct is illegal in that country can be illustrated by the recent lawsuit by the 

German goverrunent against Amazon.com for selling books containhg information about 

Nazi's. Such activity is illegal in Germany. 

Geman authorities clearly have the jurisdiction to prescribe that it is a crime 

to provide Nazi propaganda to the German population whether it is provided over the 

hernet or by other means. This flows from the basic principle of state sovereignty that gives 

every state the power and right to enact laws provided it does so within the guidelines of 

international law. This jurisdiction could have been limited by Convention, if Germany had 

entered into a Convention dealing with this issue, or by adhering to an international custorn 

(if there was one) which limits this right. 

It is also a well established principle that a state has the right to exercise 

adjudicatory jurisdiction over persons, property, acts or events occurring within its territory 

This is subject to the principle of international cornity descnbed above. Germany has the 

right to prescrîbe what is a crime in G m a n y  and to prosecute persons committing crimes 

in its temtory. Whether or not German authorities have the right to punish persons who carry 

out this illegal conduct h m  another country is another question. Clearly, Gerrnan authorities 

canot  arrest the president of Amazon.com in the US. or o t h d s e  enforce its laws against 

property in the U S  without violating another state's sovereignty. The U.S. wouid have to 

agree to extradite hirn to Germany or the president would have to be foolish enough to land 

on German soil. 
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The concem of Intemet operators is that it is presently unclear where the 

crime is committed when the activity complained of occm on the Internet. As indicated 

above, a state has jurisdiction to prescriie acts committed in their temtory. Also, it m u t  be 

remembered that a state has jurisdiction over acts commenced in another state but 

consummated or completed in their temtory and also over acts which have harmful effects 

on the economic or social order inside their ter~itory.l~~ This puts the operator of 

Amazon.com at risk that they may be exposed to prosecution and extradition in a foreign 

country for crimes committed over the Intemet. 

(c) Gambling 

The business of gambling over the Intemet is growing at an exponential rate. 

Some 200 companies around the world operate at l e s t  700 on-line casinos. Roughly 14.5 

million players spent $1.2 billion on virtual gamuig in 1999, and the industry projects 

revenues of more than $3 billion by the year ZOO0.193 Feded legislators in the U.S. want to 

ban the activity through a proposed Act, the Rternet Gambling Prohibition Act, that would 

bar gambling businesses fiom using the Internet to place or take bets. Most states akeady 

prohiiit or control gambling within their jurisdiction and it is expected that legislators and 

the courts will take steps to 'protect their citizens' nom the perceived evils caused by this 

activity. 

'* Starke 's Intentarional Law, (London= Buttemorts, 1994), LA. Shearer, at 187. 

193 R EcksteM, Rollmg the Dice: Internet GmnbIùtg foes bet on odd coufition. But will itpriy ofl,Legal 
lumies, March 14,2000 found at http~/~~~.lawne~~~1etworkcom/practi~e/techla~/ne~s/A18529- 
2ûûOMarl3 html. 
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One such example cm be found in the case of State of Minnesota v. Granite 

Gate Resorts, 1nc.l" In this case, the state brought an action alleging deceptive trade 

practices, false advertking and consumer h u d  over the Intemet against the defendant who 

advertised an on-line casino in Belize. The cornplaint stated that the website advertised the 

fact that gambling on the Intemet was lawful, whereas in Minnesota it was not. The 

defendant had an advertisement on its website for a service called "WagerNet" to be 

provided by a related company in Belize. The advertisement encouraged people to sign up 

for an e-mail mailing list that would advise those on the list when the electronic betting 

service became available. The advertisement also encouraged visitors to contact the 

company directly, through its toll-fkee number, for additional information while warning 

users that they should consult with their local authorïties to determine the legaiity of placing 

bets by telephone with an off-shore betting facility before using WagerNet. 

Although the defendant maintained that it had never entered into any contract 

in Minnesota or collected any money fkom a resident of Minnesota, the state argued that the 

web pages were accessible in Minnesota and therefore the defendant was 'carrying on 

business' in the state for the purposes of jurisdiction. 

In assessing whether the defendant had estab lished sufficient minimum contacts with 

the state for the court to assume jmisdiction, the Court of Appeals for Minnesota adopted a 

five-factor test : 

1. The quantity of the contacts with Minnesota; 

2. The nature and quality of the defendant's contacts; 

'w State of Minnesota v- hanite Gaie Resortr. Inc., 568 N.W. 2d 715 (CtApp.) Minn. 1997), a f d ,  576 
N.W. 26 747 (Mun. 1998). 
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3. The connection between the cause of action and the defendant's contacts; 

4. The state's interest in providing a forum; 

5. The convenience of the parties. 

The court found that by merely advertising the gambling services on the 

lnternet the defendant had demonstrated a clear intention to solicit business from all  states, 

including Minnesota. This was evidenced by phone c a s  fiom residents of Minnesota to the 

defendant on their toll-fiee he, the addition of residents to a mailing kt, and the number 

of hits on the website originating &om Minnesota. The court noted that the "[dlefendants 

keep track of who is accessing their website, and therefore know that Minnesota cornputers 

are accessing them."Igs Additionally, there was aconnection between the cause of action and 

the defendant's advertisements on the website. The convenience of the parties was resolved 

by hding that the state's interest in enforcing its consumer protection laws was greater than 

the inconvenience to the defendant to defend against the suit in Minnesota. As a result, the 

court was able to find that the defendant had purposefully availed itselfof the protections and 

benefits of doing business in Minnesota to such an extent that the action by the state does not 

offend traditional notions of fair play and substantiai justice. Although minimal, the level of 

hteractivity between the defendant and the state's residents was held to be sufficient enough 

to warrant the exercise of personal juri~diction.'~~ 

Often, in the consideration ofjurisdictional issues, questions of adjudicatory 

jurisdiction are intermingied with questions of prescriptive jtirisdiction. In areas ofconsumer 

19' State of Minnesota v. Granite Gute Resorts, Im.. 568 N.W. 2d at 719. 

'% See also Thompson v, Handa-Lopez 998 F. Supp. 738 (WD. Tex. 1998) however this was a dispute 
based on contract, and not one with the state. 
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protection, such as securities regulation, and certain quasi-criminal activities, such as 

gambling, the courts often fail to distinguish between the two. A positive k d h g  in either 

area seems to result in the automatic application of the other. 

The forgoing would suggest that in circumstances where the state has an 

interest in the litigation for the purposes of 'protecting its residents', the test for meeting the 

minimum contacts requirement is a much lower standard than in civil litigation between two 

private parties. Moreover, it was assurned by the court that once adjudicatory jurisdiction 

was appropriate, the state's consumer protection laws could therefore be applied to the 

defendant's conduct. Once that lower standard has been met, it is reasonable to expect the 

courts will apply their laws to the conduct under review. 

(d) Professional Services 

Senrices that are not regulated by either a professional body or by a 

govemmental equivalent raise few new issues for jurisdictional analysis and the evolving 

jurisdictional f b e w o r k  can be effectively applied to delivery of those services. The same 

holds true for a civil action against the provider of a professional service. Assuming a court 

has found they shouid take jurisdiction over the issue and the parties, when more than one 

state, province or country has prescribed law that codd reasonably be applied to the conduct 

at issue, courts are required to engage in conflict of law analysis, choosing which law to 

apply. In the United States, this is typically based on an assessrnent of the jurisdiction with 

the most signincant relationship to the parties, the activities conducted and the weightiest 
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state interests at stake.19' In Canada, this is also generaIIy the case except in tort cases where 

a strict l a  loci delicti ( the place where the tortuous activity occurred) nile is applied.19* 

Like gambhg, however, the sale of professional seMces over the Internet 

attracts the public regulatory policies and powers of sovereign states and highiights the 

difficulties encountered when applying traditional jurisdictional analysis to the provision of 

these services in cyberspace. At isme is the ability of regulatory bodies to govem who 

provides the services as well as what services may be provided. In other words, when will 

a state assume "prescnptive jurisdiction" over the person as compared with "adjudicatory" 

jurisdiction. 

The tendency of countnes is to assert jurisdiction over any hedth care related 

activity affecting their citizens and not defer to the health care laws that protect consumm 

in other cotmtries. In the fûture, as delivery of medical care over the Internet advances, 

greater attention will likely be paid to the jurïsdictional issues raised in this area 

(el Securities 

A significant issue raised by the use ofthe Intemet is whether offerings posted 

on a website, without more, might be subject to the sectuhies regdations of every state, 

province or country h m  which they are accessible. 

197 Ratatement of the Law Third Restatement of the Law, The Foreign Relations Law of the United 
States ( 1987) section 402 -3. 

' This d e ,  most recwtly articulated by the Supreme Court of Canada in Tolofson v. fimen, [1994] 
3 S.CK 1022 diverges h m  the 'most signifiant relationship' test in United States law, which is l e s  
exc1usively based on territorid Iocus. This test also confiicts with the hcreased flexiibility mafldated 
by the Supreme Court when dealing witbjurisdictional issues. In Hunt v. T M p I c .  [1993] 109 D.L.R. 
94& 16 (S.C.C.) the Court d e d  on a need for "pater corn *...in ou. mdem em when 
internationai transactions involve a constant flow of products, weaith and people across the globe," 
and firrther heId that ''jurisdiction must dtimately be guided by the requirements of order and faimes, 
nota mechanid countiag of contaas and connectio~i~." Hunt v. TcWplc. [1993] 109 D.LR 94& 16 
S.C.C. QL., at para 53 and 58. 
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The mere posting of or the existence of an offering on the Intemet alone 

should not be sufncient evidence that the offer is specificdy "directed" to persons in every 

state and province. In fact it may not be intended that the offering be sold in any but a few 

specified states. Accordingiy, unless an offer to sel1 securities is directed to residents of the 

forum state, either directly, by means of e-mail, telephone, or regular mail, or indirectly, by 

Iess clear means, or an order based on that general offering is accepted fkom the forum state, 

jurisdiction should be declined. There is, however, the desire of the state to'protect the 

public' from those persons providing access to unregulated services on the Intemet. 

In order to reconcile technology, practicality and due process, the North 

Amencan Securities Administrators Association (NASAA), a voluntary organization 

established in 1 9 1 9 to protect investors, became the fint super-regulatory entity to adop t a 

jwisdictional policy that would facilitate e-commerce in securities. The NASAA adopted 

a mode1 d e ,  under which states will generally not attempt to assert jurisdiction over an 

offering if the website contains a disclaimer essentially stating that no offers or sales are 

being made to any resident of that state, the site excludes such residents fiom access to the 

purchasing screens, and, in fact, no sales are made to residents of that state.'" 

In Canada, the disûiLbution of securities is regulated provincially. In addition, 

the provinces have jurisdiction over provincially incotporated companies. Until recently, 

Canada had little case law dealhg directly with the extratemtorial reach of its securities laws 

beyond general jurisdictional principles. Aithough there has been much discussion in recent 

Ig9 Model NASAA hterpretive Order and Resolution posted at 
www~org/bluesky/guidcIincs/~oIu.htmt A majority of states (32 as oflate 1999) have adopted 
the resolution and a fùrîher 16 stated they would adopt the resoIution. 
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years about the possibility of a uniform law throughout the provinces, each province still has 

its own regulatory scheme and registration requirements. 

Effective January 1, 2000, the securities commissions in al1 provinces in 

Canada adopted a policy proposeci by the Canadian Securities Administraton, entitled 

'Trading in Securities Using the Intemet and Other Electronic Means"2m which indicates that 

each province will follow a jurisdictional policy similar to that of NAASA and the SEC in 

the United States. Applying a two-fold test, each province's policies would deem that its 

securities laws apply when either the person making a communication or the person to whom 

a communication is directed is located in that province. Like the NAASA approach, 

provincial regulaton wouid not attempt to control sites which, at the outset, expressly 

exclude sales within that province or directs the communication exclusively to other, 

specified jurisdictions.'O' 

In provincial juisdictions, the use of the Intemet to promote the sale of 

securities would pose problems in üght of the definitions of a 'trade' in securities which 

generally includes 'any acts in furtherance of a trade'. How this broad definition will be 

interpreted in the face of aggressive or passive solicitations on the Intemet will generate 

signincant public interest. A recent decision by the Alberta Securities Commission (ASC)2m 

National Policy 47-20 1 Trading Semrities using the lntmet and Other EZectronic Means, found at 
www.aIbertasefzvities.com(pdfdinstnmients/np47-20 1 .pdf 

"' Section 2.2, National Policy 47-201 Trading Securin'es using the Inteniet and Other EIemnic 
M e m ,  fomd at www.albertasdties.com/pdfs/inStnunenWnp47-O l.@. 

* Aiberta Securities Commission decision on World Stock Exchange, Seto and Rusnak issued Feb. 15, 
2000. 
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may shed some light on the restrictions securities regdatory bodies rnay impose relating to 

The World Stock Exchange (WSE), one of the defendants, established a 

website, which was iaitially operated fiom a server in Edmonton and later moved to the 

Cayman Islands and findly to a semer in Antigua. Infiormation on how to List a company on 

the WSE and the fees charged for stock transactions fïnalized through the WSE could be 

found on their webçite. The Antigua website also contained a very bold statement respecting 

the jurisdiction of the Exchar~ge:~~~ 

The World Stock Exchange was incorporated and established 
in a rnanner that ensures that it does not fa11 under the 
Securities Regdations of any country. Only the regulations 
and policies of the World Stock Exchange control the Listing 
of companies on the various Trading Boards of the World 
Stock Exchange. 

The ASC disagreed with this statement. Section 52(1) of the Alberta 

Securities states that "[no] person or company shall carry on business as an exchange 

in Alberta unless the person or company is recognized by the Commission as an exchange." 

It was argued by the WSE that the 'trading floor equivalent' of the WSE was located either 

in cyberspace, in Antigua where the correspondence is received, or in the Cayman Islands, 

where the transactions were cornpleted and therefon the ASC was not carryhg on business 

in Alberta 

TU Alberta Securities Commission decision on World Stock Exchange, Seto and Rusnak issued Feb. 15, 
2000 at p.9. 
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Although raised in the proceediags, the ASC found that ail the cases and 

commentary in both the U.S. and Canada dealing with the question of personal jurisdiction 

over persons and daims involving the Intemet had no relevance to the issue before the 

Co-ssion. According to the ASC, their oniy concern was whether or not the WSE was 

carrying on the business of an exchange in Alberta, contrary to section 52(1) of the Act. The 

ASC assumed jurisdiction over the company even though it was incorporated in the 

Cayman Islands. The question of whether there was a real and substantial co~ect ion  

between the company, the action and the state was discussed, but only in the context of 

deciding whether the WSE had sufficient links with Alberta to justify the Commission in 

applying Alberta's laws to the defendants. 

In addressing the question of whether Alberta's legislation should be applied 

to the activities of the WSE in Alberta the ASC followed R. v. Librnan2OS in fhding that al1 

that was necessary for Alberta to apply its laws to the WSE was to find thwe was a "real and 

substantial link" between the offence and the state. The WSE was originally established in 

Alberta (although it was in that province for only days) and the directon were residents of 

Alberta who spent much of their thne promothg the WSE to Albertans. The ASC found 

these activities were more than sufficient for Alberta to apply its laws. Moreover, the 

Commission found that it had a legitimate interest in applying Alberta law to the WSE 

'%nereiy because its activities have unlawfbi consequences here"? 

Libman. v. The Queen (1985), 21 C.C.C. (3d) 206, [1985] 2 S.CR 178 (S.C.C.). 

Aiberta SeCUnties Commission decision on World Stock Exchange, Seto and R u d  issued Feb. 15, 
2000 at p38. 



If the exchange was already regulated by another countryy the ASC fett that 

diEerent considerations would apply :207 

Quite diffetent comity considerations might apply in a 
situation where section 52(1) was being used in an attempt to 
force an already regulated exchange to apply for recognition 
in Alberta In that situation, there would be a major issue of 
comity because, in effect, we would be trying to superimpose 
Alberta's small-r regulation over the existing (and, 
premably, somewhat different) small-r regulation of another 
jurisdiction. No exchange cm operate lawfidly if it is subject 
to inconsistent srnail-r regulation f?om two or more 
jurisdictions, so the principles of comity militate strongly 
against interprethg section 52(1) to capture any exchange 
whose activities do not raise significant public interest 
concems in Alberta. 

If the entities are not regulated by their home jurisdictions, the ASC 

encourages other jurisdictions to take a similar approach to protect the 'potential victims' of 

operations like the WSE that operate over the Intemet: "There would be no purpose in having 

an elaborate framework of securities regulation to protect the public interest if the law 

permitted entities like the WSE to ckcurnvent it al1 by using modem technology and 

communications to step beyond our jwisdi~tion."~~~ 

This decision gives support to the proposition that every state has prescriptive 

jwisdiction over activities on the Intemet if that activity has some effect in the state which 

raise public interest concems. The WSE made the mistake ofhaving officers of the Company 

physically spend time in Alberta encouraging people to list their companies on WSE's new 

'cyberspace exchange'. This conduct alone would have allowed the Commission to assume 

207 Alberta SeCUfities Commission decision on Worid Stock Exchange, Seto and Rusnak issued Feb. 15, 
2000 at p.39. 

208 A k t a  S d t i t s  Commission decision on World Stock Exchange, Seto and Rusnak issued Feb, 15, 
2000 at p.38. 
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jurisdiction over the Company and likely codtuted enough conduct in Alberta to jus* 

applying Alberta's securities laws to that conduct It seems probable that when dealing with 

regulations that protect the public interests, there wiU be a very low threshold applied to the 

jurisdictional question. Such regdatory schemes will be treated in the same rnanner as 

criminal conduct, and the 'effects test' will likely be the primary test applied by the courts 

in determining prescriptive jurisdiction as the effect in the forum wiLl be sufficient to 

establish the real and substantial link mandated by the Supreme Court in Libman2@ 

(f) Products Carrying Copyright and Trademark Righb 

(i) Copyright 

Most works available on the Internet (messages, documents, music, 

photographs, drawings, videos, charts, databases) carry with them rights granted to the 

creator pursuant to federal copyright legislation. Copyright is purely a creation of statute. 

Accordingly, whether or not an author's rights have been &ged is totally dependant on 

whether the author was granted such rights under a particular statute. In the absence of 

international agreements to the contrary, copyright is strictly temtonal in its application. 

Protection of a copyrighted work exists independently in each country according to the rights 

granted by that country. The protection affiorded by each country is not the same. 

As a result, if copyright in a sound recording is created pursuant to the 

Copyright Act, Canada, no rights accrue to the Canadian copyright holder to sue for an 

idkhgement which occurs beyond Canada's borders. If a person in Canada idkinges the 

copyright granted to a person by the laws of another state, no action lies unless it dso 

~9 Libmm v. The Queen (1985), 21 C.C,C- (3d) 206,[198q 2 S.C.R. 178 (S.C.C.). 
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idringes Canada's C m g h t  Act. 210 It has been suggested that there is no jurisdiction in 

Canadian courts to prevent hfikgement outside Canada and any action must be dealt with 

in the country"' and pursuant to the copyright legislation in which the uifiingement takes 

place. Although the choice of law question is dealt with in Aaicle 5(2) of the Beme 

Convention, which provides that copyright protection "shall be governed exclusively by the 

laws of the country where protection is ~laimed'"'~, it is expected that the jurisdictional 

question will be dealt with in accordance with the 'minimum contacts' test in the US. and 

the 'real and substantial connection' test in Canada. Even if the court does assume 

jurisdiction, the question of which law to apply to the activity may be a difficult one. 

In circumstances where the communication of the work takes place over the 

Internet, the decision as to which state has jurisdiction over the activity depends on a 

determination of where the khingement occurs - where the act of infiingement takes place 

(posting to a website) or where it is received The decision will be important to those holding 

copyright works disseminated over the Intemet as it will be determinative ofwhich country's 

laws establish the rights granted to the creator of the work and may also be significant in 

deterrnining which country has jurisdiction to hem the question. The problem is that instant 

and sirnultaneous worldwide access to copyrighted works over a digital network 

*la A Canadian copyright is generally given to foreign works ifthe author, at the time of making the 
work was a citizen or subject of, or a person ordiuarily resident in, a tceaty country. See s.5, Copyright 
Act, Conada. A "treaty country" is defined m s.2 to mcludt a Beme Convention country, UCC 
country or WTO Manber. 

"' M. Hayes, "Content-Related Liabiiity for Copyright Infringernent on the Intemet" m The Cybmpace 
îs Not a "No Law Land" - A  Study of the issues of Liabitityfir Content CirmIating on the Internet, 
prepared for hdustry Canada , Feb., 1997. Found at http~/Strategis.ic.gc.calnme. 

See Berne Conventionfor the Protection of Litermy and Artistic Works of September 9, 1986. art. 
(5(2), UEFTS 221,232. 



fiindamentaily challenges temtorial notions in copyright and ofien the determination of 

where the infi.ingement takes place is unclear. 

One author describes the problem this way:'I3 

Temtonality-based choice of law rules require that a court 
having been called to decide a multinational infringement 
case determines where potentially idthging acts occurred. If 
potentially hfihging acts occurred in several countries, a 
court rnust apply the copyright laws of each country, even 
though they may characterize the relevant acts differently. If, 
for example, video tapes of a film were reproduced in one 
country without the rights holder's authorization and then 
sold and displayed in others, and the copies were then sold in 
several countries and also used to publicly show the film, the 
copyright law of the nrst country would govem the 
reproduction of the tapes, and the copyright laws of each 
other country would determine whether the irnports, sales and 
public performances were lawfil. 

Not surprisingly, applying strictly temtorial choice of law 
d e s  to global digital networks creates formidable problems. 
The practicality of territoriality-based copyright choice of law 
rules is threatened by technology that allows single acts of use 
of a copyrighted work to have effects in several countries. It 
is no longer possible to neatly define where an 'act of use' 
triggering the application of a national copyright law 
occurred. A person providing access to a copyrighted work on 
a website, for example, fiequentiy c m o t  control where 
viewers and listeners are located. She may have even less 
control over the location of cornputers involved in the 
transmission of copyrighted works. Acts of use that may fa11 
within an exclusive copyright are not only committed by the 
access-providing person, but they may also be initiated by the 
end user who accesses the work. For end users, however, it 
may be equally impossible to identify the location of the 
source of the work they read and retrieve. 

Consider as an illustration the video tape example occunhg 
in a digital mvironment. The fih is uploaded in digital 

*13 A. Reindl Choosrirg Law UI Cyberspace: Copyright ConfIicts on Global Networks, 19 MichJ. Int'l 
L. 799 at 806, 



format to a website on the GII [global information 
hf?astructure], which possibly is located in another country, 
f?om where it can be retrieved by users anywhere in the 
world. In this scenario it becomes an almost impossible task 
to determine according to strictly territorial criteria under 
which copyright laws, importation rights, distribution rights, 
reproduction rights, or rights of display or performance may 
have been Uininged. 

If al1 corntries offered the same standard of copyright protection, the need to 

determine where the idkinghg act occurred would be diminished. Important steps have been 

taken by the international community to meet this goal by irnplementation of the TRIPS214 

Agreement and two additional treaties. The World Intellectual Property Organization has 

drafted two treaties under its International Protection of Copyright and Neighbouring Rights 

Section, the WIPO Performances and Phonograrns Treaty (WPPT):IS which sets out 

principles on intellectuai property rights for both the performers and the producers of 

recordings, and the WIPO Copyright Treaty (wCT)'l6 which deals with cornputer programs 

and databases. Both treaties oblige Contrachg Parties, as dehed therein, to provide 

protection against tampering with technological protection measures (encryption) and rights 

management information (e.g. licensing, collecting and distribution of royalties). 

The Copyright Treaty also grants to the owners of copyright in literary and 

h s t i c  works the exclusive right to authorize any communication to the public, by wire or 

wireless means, including o n b a n d ,  interactive communication through the Intemet. This 

would include m h g  a work available, whether or not it is ever accessed. The mere 

214 Agreement on Tmde Related Aspects of lntellectual h p e r t y  Righfi, fncluding Trade in Count.feit 
Goods. Dec, 15,1993 (TRIPS). 
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provision of physical facilities for enabling or making a communication does not in itself 

amount to communication within the meaning of the Treaty? 

The Perfoonnances and Phonograms Treaîy provides that the rights of 

reproduction, distribution rental and the right to make available are granted to performers 

who have fixed their performances in phonogram, and to the producers of these 

phonogams. Such rights also accrue to the performer or producer when the work is in digital 

form. 

TheDigitaI Millennium Copynght Act (''DMCA''),LLg which was recently put 

in to law in the U.S. was partially inspired by these two Treaties. In addition to limiting 

liability of Intemet service providers, which is discussed elsewhere in this paper, the Act 

expands copyright protection for technological products and technological methods of 

protecting copyright works. 

The DMCA establishes a new section of the US. Copyright Act (S. 120 1)219 

which prohibits the circumvention of technological measures designed to protect copyright 

works. Technological measures are of two kinds: 

1. Those that control access to a work (an example is the rneasure used to 

scrarnble access to certain television stations). No one is permitted to 

217 Internet Lav= A Procticul Guidefir Legal md Business Professionah, Gatlan, Krak and Mann, 
(Carswell: Toronto 1998) ai 23. 

218 h b L ,  105-304,Oct.28,1998,112 Stat 2860; 17 USCA sections 1201 - 1332. 

319 US- Copynght Act, s, 103. 
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circumvent those meastues or to import products whose primary function is 

to circurnvent those rneasu re~ .~~  

2. Technological measures that prevent copying and carrying on any other 

activity that is the exclusive right of the copyright owner (for example, a 

computer program that is encoded to prevent copying). Although the Act 

prohibits making, importing and supplying products to others whose primary 

function is to circumvent those measure~,~' there is no prohibition against the 

mere circumvention of copy protection as some copying is considered 'fair 

use' under the U.S. law. 

There is a recent decision in the U.S. testing the provision restricting the 

development of tools that can be used to circumvent copyright control technologies. In 

Universal Cities Studios Inc. v. Reimerdes, S.D.N.Y ., No. 00 Civ. 0277 (LAK), Jan. 20, 

2000," the defendants were enjoined fiom "posting on any Intemet website, or in any other 

way manufachiring, ixnporting or offering to the public, providing or otherwise trafficking 

in any technology, product, service, device, component, or part thereof' that '5s primarily 

designed or produced for the purpose of circumventing.. .the pmtection afTorded by the 

Content Scramble System (CSS). . .'a 

US Copyright Act, S. 120 1(a) and (b). 

US. Copyright Act, S. 1202@). 

" A sirnilar case, but based on a violation of the plaintiffs trade secrets is DM) Copy Control 
Association Inc. v. McZmghZh, No. CV-786804, Sup. Ct. Calif, January 21,2000. The California 
state court granted a p r e h h r y  mjunction against the defendank similpr to the one granted m the 
Universai Shrdios case referred to abovt. 

" Westiaw at para 1. 



- 116 - 
The technology referred to is a software utility that was created by third 

parties (not the defendants) to enable Linux cornputers to utilize DVD drives and content. 

The independent programmers developed DeCSS because the commercial computer industry 

does not currently produce the necessary driver for the Linux operating system. Windows 

and MacOS do, by contrast, have the drivers to read and play DM)-ROMS. CSS was, of 

course, developed to prevent the copying of DVDs but it also prevents those operating Linux 

Born playing a DVD on their cornputers. By reverse-engineering, the operating technology 

of CSS was revealed, allowing Linux developers to create the public domain DVD player. 

Some concerns have been voicedu4 that the legislation is being used to control 

the market for DVD players. Without the ability to descramble the DVD, a manufacturer is 

unable to produce a DVD player to compete with that offered by the rnakers of the CSS 

technology, Matsushita Electric Industrial Co. and Toshiba Corp. It will be interesthg to 

follow the development of this issue in the U.S. as it will no doubt have an impact on 

legislators in Canada that will be charged with implementing the terms of the Treaties into 

o u  legislation. 

The DMCA also has provisions protecting copyright management 

information, as required by the Treaties. 

Does Canada's Copyrrght Act meet the requirernents of the WPPT and WCT 

Treaties? The wording of the Act is Likely broad enough to apply to digital reproduction and 

transmission on the Internzt. The rights aElorded to holders of copyright are contained in 

section 3 of the Act and include the right to produce, reproduce, perform or publish a work 

224 See Mike Godwin, Co- Enjoin Sites mat h b h h  DYD Decryption Sofiare, found at 
www.h~~~e~~~letworkcodp~ti~dtechla~/neWS/A 14533-2ûûûJan28.htmL 
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or any substantial part of a work, in any material fom whatsoever, the right to cornmunicate 

a work to the public by telecommunication and the right to license certain works. No 

provision has been made, however, to protect copyright management information nor is there 

any prohibition, simila. to that contained in the DMCA, prohibiting the circurnvention of 

measures that prevent access to or the copying of copyright material. 

(ii) The Music Industry 

The record industry is concerned that new technology, which permits CD 

quality sound to be ûmsmitted by digital n e t w o r k ~ , ~  will play a key role in the phting of 

copyrighted material over the Intemet. By making a recording available on a site, millions 

of people around the world have the ability to download the Song and record it for personal 

use. 

When a musical work is 'communicated to the public' through the use of the 

Internet was recently scrutinized by the Canadian Copyright Board? As this right is held 

by the owner of the copyright, one of the primary issues being discussed was where the 

inhgement occurs which in tum impacts on whether Canada, through its copyright 

legislation, can impose tariffs on ISP's, website operators, or other persons in the chah of 

providing Intemet semices. 

Jason Scott Alexander, in his article "MP3, Intenectuai Property O" (National, a publication of the 
Canadian Bar Association, Vol. 8, No. 8, Dec. 1999 at 8.) descnies how MP3 (and, more recently, 
VQF) is used tu cornpress the size of audio files at a ratio of approximately 1 1: 1 while, to a great 
extent, maÏnGiining audio quality. This technology allows recording companies to store full Iength 
CD's on miall data capacity 'mmi-discs' ad, more importantly for the music mdustry' allows 
tetecommunication fhms to package voice and audio data to send dong digital networks. Individual 
consumets can then store music files on their cornputer. Si& compression techniques are now 
available to -te VHS @ty digital videos, with CD quaIity sound, for deiivery over the Internet. 

Decision of the Copyright Board, Statement of the Royalties to be Coflectedfor the Pe@ommce or 
the Communication by Teleconvmmication, in Canada, of M W  or Dramatico-Mmcal Works, 
October 27, 1999. 
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This case involved the payrnent of royalties to the Society of Composers, 

Authors and Publishers of Music of Canada, (SOCAN)U7 under SOCAN's Tariff 22 

(Transmission of Musicai Works to Subscribers via a Telecommunications Service) 

commonly referred to as the "Intemet music use tarifft as the primary target of the Tariff was 

the communication ofworks over the Internet. Collectives iike SOCAN submit draft "tariffs" 

to the Copyright Board and, if approved, the tariff imposes an obligation to pay, usudy in 

the form of a percentage of revenues. Tariff 22 proposed to impose a tariff on the Internet 

Service Providers (ISPs) to pay 25 cmts per subscriber if that ISP is not earning money fkom 

advertising, and fiom ISPs that were earning advertising revenues, SOCAN wanted that 

amount or 3.2 percent of gross revenues, whichever is greater. 

Most of the music sites like MP3 .corn are in the U.S. and therefore not subject 

to the Board's jurisdiction. The only opportunity, then, for SOCAN to coliect significant 

revenues fiom Internet activity is to collect from Canadian based ISPs in the same manner 

that it coilects fiom commercial radio stations and television broadcasters. 

The issues addressed by the Board included, among othersZ8 

1. whether there is a communication by telecornmunication to the public when 

a musical work is electronicdy transmitted, made available, uploaded, 

downloaded or browsed; 

The equivalent in the U.S. are Broadcast Music hc. (BMI) and the Amcrican Society of Composers, 
Authors and Pubiishers (ASCAP). 

Decision of the Copyright Board, Statement of the RoyaIties to be Collectedfor the Pe$onnance or 
the Commtnrication by Teiecommunication, in Canada, of Mmc or Dtamatïco-Musical Works, 
October 27,1999, at 2. 
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2. if there is a communication, who effects it, who is liable for it and whether 

anyone can claim the exemption in subsection 2.4(l)(b) of the Copyright 

3. the circumstances in which a communication occurs in Canada; and 

4. whether the Board may approve a tariff applicable to persons located outside 

Canada 

The Canadian Motion Distributors Association (CMPDA) and the Canadian 

Recordhg Lndustry Association (CRIA) supported the position taken by SOCAN, arguing 

that a communication to the public occurs when the end user can access a musical work, 

thereby imposing liability on the ISPs. They also sought to impose liability on everyone else 

involved in the hternet chah, including those who provide the transmission services. 

The Board described the process for the transmission of music over the 

When an audio file is sent over the Intemet, it is genedly 
converted into digital form, compressed, transmitted, 
decornpressed and reconverted into analog sound signals. 
. . Generally speaking, information transmitted over the 
Internet is delivered in a unicast puii mode: pull, because the 
user requests or '~ulls" the information when desired and 
unicast, because packets go to only one recipient. 

... An audio file may be downloaded onto a storage device 
h m  which it rnay later be played by soffware that interprets 

~9 C o m h t  Act, S.C. 1985 as am. Subsection 2,4(l)(b) of the Act reads as follows: "a person whose 
only act m respect of the communication of a work or other subject-matter to the public consists of 
providing the means of tekcommunication necessary for another person m no commtmicate the work 
or other subject-matter does not communiate that work or other subject-matter to the pubiic". 

230 DeciSion of the Copyright Board, Statement of the Royalties to be CoiZecfedfor the Pe#ormance or 
the Commmication by Telecommunic~on, in Canada, of Muic or Dtamatico-M'ical Works, 
October 27,1999, at 16-1 8. 



the file. However, audio files that are encoded and stored on 
a server rnay also be accessed by the use of a streamllig 
pro- such as Real Audio, to create what appears to be a 
real-time experience. 

... n ie  Internet may be used for a netcast, in which a feed 
fiom a live concert is made available fiom a server. The 
server and the bandwidth capacity of the entity hosting it Limit 
the number of users able to view the event, Users have access 
to the event more or less simuitaneously. However, unlike 
traditional foms of broadcasting, a user may receive a 
program in any part of the world. 

To make content such as music, videos, radio or television available on the 

Intemet requires the person supplying the content to have access to the means of comection 

(the idktmcture cornponents of the Internet) and to disk space on one or more servers. 

Dependhg on the size of the enterprise, the content provider rnay or may not own or control 

the server. Smaller businesses usually pay for the nght to place information on the server. 

In these circumstances, the person or business operating the website has a user identification 

and password provided by the operator of the server and a comection that allows the person 

operating the website to post content on its website. The server merely operates as a host to 

the website, and usually takes no control over content, unless in response to a cornplaint. 

From a legal perspective, and for the purpose of imposing tariffs on the 

"communication" of works, the Board analyzed what occurs on the Intemet as f o l l o ~ s : ~ ~  

1. A musical work is not 'communicated' (to make known or convey 

information) when it is made available on a server (whether a host, cache or 

mirror server), rather it is cornmunicated when the server responds to a 

nt Decision of the Copytight Board, Stotement of the Royalties to be Coitectedfor the Perfonnunce or 
the Communication by Telecornunication, in Canada, of Music or Drmnatico-Musical Works, 
October 27, 1999, at 26. 
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request by a user and packets are trânsmitted over the Intemet for that person 

to see, hear or copy the work. ISPs are therefore transmitting musical works 

and potentidy fiable under the Act. 

2. Internet intermediaries, such as the ISP of the person who makes the work 

available, persons whose servers act as the cache or mirror, the recipient's 

ISP and those who operate routers used in the transmission can, provided 

they limit themselves to acting as intermediaries, avail themselves of the 

'common carrier' exemption in paragraph 2.4(l)(b) of the Act and therefore 

do not 'communicate' the work. 

3. By making a work available, a person 'authorizes' its communication, which 

is a separate protected use under the Act. 

4. The work is 'made available' only when it is communicated, as in nurnber 1 

above, however it is 'authorized' when the work is made available or posted 

on an Internet website. Therefore, the person that posts the material on the 

internet is the one authorizing the communication, and consequently liable 

under the Act. 

5.  The person that creates an automatic or irnbedded hyperluik to a work 

authorizes the communication of the work fkom the site to which the link 

leads. The person that merely supplies a link, which must be activated by the 

user, does not, 

This is a positive decision for Intemet Service Providers. If liable for music 

transmission on the Internet, they may also be liable for written works on the Intemet, 
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opening them up to potentidy much larger liability for copyright infringement and possibly 

defamation claims. 

In the U.S., ISPs do not pay copyright tariffs to music collectives provided 

they fuifil1 certain obligations under the Digital Millennium Copyright Act of 1998.U2 Under 

that Act, ISPs are exempt from paying the tariEs provided they agree to 'unplug' any website 

that is playing unauthorized music, if requested to do so. In the U.S., and now in Canada as 

a result of this decision, music collectives must look to the website operators to collect their 

tariffs, 

In analyzing the jurisdictional question, the Board looked at al1 possible 

candidates for establishing jurisdiction: the location of the web server hosting the content, 

the ongin of the request, the location of the person posting the content and the location of 

the original website. The Board rejected al1 locations except that of the web server as 

irrelevant for determining jurisdiction. The Board tied its jurisdiction to impose copyright 

tariffs stnctly to the location of the web semer hosting the content, on the bais that the 

cornmimications occur where the transmission originates. m e f o r e ,  to be characterized as 

a "communication in Canada", and thus be subject to the tariff imposed by SOCAN, the 

server must be located in Canada. 

Ifa Canadian resident posts the work on a server in the US., the Board stated 

that it has no jurisdiction over that individual. Conversely, the Board held that a foreign 

resident posting a musical work on a Canadian-based server requires a license to 

commMicate the work. Whether the site is where the original material was posted or a mirmr 

* Di@tuI Minennium Copyright Actof 1998, PubL. 105-304, Om28,1998,112 Stat 2860; 17 USCA 
sections 1201 - 1332. 
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site, is irrelevant. If either server (site) is in Canada, the communication occurs in Canada 

and, according to the Board, a license must be obtained. 

It is questionable whether a real and substantial connection exists between 

Canada and a person who merely operates his website h m  a server based in Canada, having 

no other connection with Canada other than to provide access to a piece of music on that site 

through the Internet. Until this decision, the location of the server was not considered by 

the courts as a key factor in determhing jurisdiction. 1s it reasonable for the Board to assume 

junsdiction over a U.S. resident in these circurnstances and to apply Canada's legislation 

to foreign businesses? If there are other connecting factors between the operator and the 

residents of Canada, the result may accord with our sense of 'fair play' but absent such 

factors, the decision may not be supportable. 

Confiict of law questions are also affected by this decision. By stating that the 

uifrlliging act of communicating to the public occurs when an individual accesses the 

material fiom the server, the Board is finding that the laws of Canada will be applied to d l  

communications ofmusic ernanating fiom a server in Canada, and, conversely, that Canada's 

copyright laws will not be applied to acts of hfhgernent that practically occur in Canada 

fiom a server located elsewhere. At present, copyright choice of law d e s  follow a strictly 

temtorial approach: inteliechial property Bghts are located in the country that granted the 

rights and c m  ody be intiinged by acts occurring there. If a CD containing music subject 

to copyright interests is distnhted in Canada, the rights of the copyright holder are defineci 

by the laws of Canada, where the hfihging act of distributhg the CD occurred. In the digital 

environment, however, choosing the correct system of law to be applied is more difncuit. 
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Following the decision of the Copyright Board, the Internet distributor could be Iiab le to pay 

royalties to SOCAN, on the basis that it is distributing the music in Canada, even if not a 

single Canadian resident downloads a piece of music. EUS.  residents are accessing the 

Canadian server to download the music, confiict of law niles would suggest that the 

copyright laws of the U.S. should also be applied. The choice of which server to engage for 

carrying the operator's website should be one of the factors, but not the detemuning factor. 

Instant and simultaneous worldwide access to copyrighted works over digital 

networks fundamentally changes the temtoriality notions in copyright and challenges 

traditional choice of law concepts as determining exactly where the acts of use occur is often 

difficult. Andreas Reindl, in his article Choosing Law in Cyberspace: Copyrght Conticts 

on Global NetworksU3 effectively argues that to prornote certainty and predictabiiity in the 

choosing of the copyright Iaw applicable to acts of exploitation, choice of law rules should 

use the location of the user as the principal factor to determine the applicable copyright law. 

Where the exploitation of the work on the Intemet has an identifiable and significant effect 

on the right holder's economic interests in several counûies, the right holder should also be 

entitied to rely on the copyright laws of the corntries in which the work was received if the 

use of the unauthorized work was for commercial purposes or, if non-commercial, had a 

substantial effect on his econornic interests. 

213 k R e i d  Choosing Law in Cybenpace: Copyright Conflicts on GZobut Nehuotks. 19 MichJ. Int'l 
L. 799 at 800. 



(iii) Trademnrks 

Registered trademarks are protected in Canada under the Trade Marks ACP 

and in the U.S. undet the Lantham Acp5 and the Federal Trudemark Dilution Act of 1985. 

Unlike nghts created under copyright legislation, which are created solely by statute, 

trademark rights &se both by statute and to a lesser extent under the common law tort of 

'passing off '. The owner of a trademark registered in Canada has, in addition to other rights, 

the sole right in Canada to use that trademark in association with the products or services for 

which it was registered? As with copyright, the rights are temtorid. 

If a Canadian resident uses a domain aame or a trademark that, while not 

infringing any trademark nghts in Canada, is achially the same as or confusingly similar to 

a trademark or trade name used outside of Canada he nins the risk of being sued in, and 

found liable under the laws of, any jurisdiction where the plaintiff has trademark rights. As 

discussed earlier, the foreign country's willingness to take jurisdiction would depend on 

whether that country considered the legislation to be in the public's interest (rather than a 

private matter between the parties), whether the defendant was a 'cybersquatter' and finally, 

whether there were sufncient contacts with that country to justiQ haling the defendant into 

court in that f o m .  

4. CONCLUSION 

States assert two kinds of jwisdiction The tùst is the authority of the state to 

insist that a defendant appear and defend a claim brought against it in the courts of that state, 

w Trade-Marks Act, R.S.C. 1985, c.T-13, as am. 

23s Lanthm Act, 15 U.S.C. 

236 Trade-Marks Act, RS.C, 1985, as am, s, t 9. 
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and second, the authority of the state to regulate conduct by applyhg its own substantive law 

to determine the Liabiiity of the defendant to the plaintiff. Territoriality used to be a simple, 

workable principle to d e h e  both the adjudicatory and prescriptive jurisdiction of a state. 

This simple principle has struggled in an era of easy mobility and rapid communication. It 

is no longer workable in an age where borders are loshg relevance. 

The volume of tram-global contacts has, as a result of the Intemet, increased 

and will continue to increase exponentially. Inter-jurisdictional conllicts will also rise. The 

growth of e-commerce will be irnpeded unless there is clarity, certainty and transparency in 

the effect of conducting business and other activities on the Intemet. 

Currently, the trend of the decisions in both the U.S. and Canada is for the 

coms to assume both adjudicative and prescriptive jurisdiction based on Little more than the 

'effects test' if the legislation, law or regdation sought to be enforced is one involving a 

'protection of the public'. This is becoming readily apparent in the areas of criminal activity, 

quasi-criminal activity such as gambling, and in highly regulated consumer protection areas 

such as secunties legislation and the provision of healthcare services. In al1 of these areas, 

it is unlikely that the courts will require that the defendant have either 'minimum contacts' 

with the state, or a 'real and substantial connection'. Ifthe defendant's website is accessible 

to residents of the f o m  and its out of state activity results in harmful effects in the forum, 

it is lÏkely that the courts in that forum will assume jinisdiction over the defendant and apply 

its own laws to the conduct. In the criminal and quasi-criminal ares, this is often referred 

to as a 'real and substantial link' between the conduct and the forum. 
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In strictly private disputes, such as a breach of contract action or trademark 

dispute (other than one involving a cybersquatter), the courts generdy look nrst to ensure 

that the cause of action anses from the Internet activity and, if that connection is found, they 

will address whether there are suffïcient additional contacts to justiQ the assumption of 

jurisdiction over the defendant. 

Although a dispute arising fiom the intentional or negligent act of the 

defendant would at fïrst appear to be a private action attracting the general principles referred 

to above, there appears to be an element of 'public interest protection' which enters into the 

determination ofboth adjudicatory and prescriptive jurisdiction. For example, if damages are 

caused to the plaintiff fiom a tort committed by the defendant, it is probable that the state 

where the darnage is caused (often the plaintiff s residence) will assume jurisdiction and 

apply its laws. Operating a passive website with content that defames the plaintiff is likely 

not a sufficient connection for the courts to assume jurisdiction. However, if medical advice 

is given on a website which is accessed in the forum, the result of which causes the plainti ff 

h m ,  it is likely that the ability of the plaintiff to access the advice in the forum would be 

a sufncient comection for jurisdictiond purposes. 

When dealing with hfkhgernent of a plaintifYs copyright, international 

treaties state that dl rights to copyright iri a work are given to the creator by the law of the 

jurisdiction where the infnngement is claimed. When dealing with the Internet, the major 

problern is to determine where the Mhgement occurred. 

C a -  these issues be dealt with adequately by the courts without crippling 

fiedom of expression or hampering commerce or the flow of information on the Internet? 



AUan Stein suggests that "the new technology of cyberspace does not, in general, confound 

our basic jurisdictional in s t in~ t s " .~  In fact, he argues that the courts are developing "a more 

or less coherent approach to the allocation of judicial authority over cyberspace 

controversies" and that accordingly, no fundamentai paradigm shift is required to deal with 

this relatively new phenornenon. 

Some authors suggest taking Intemet disputes away fiom the regular courts 

and submitting them to "Intemet courts" specifîcally created to resolve disputes in 

cyberspace,** while othen suggest that the best way to move foward is by multilateral 

agreement leading to an international con~ention?~ 

While these solutions may be appropriate for regulating illegal conduct over 

the Intemet, or offer the ability to provide a global solution to consumer product type 

legislation, they do not appear to be required in order for our courts to adequately react to the 

jurisdictional issues posed by the advent of the Intemet. As stated by one ~ommentator:~" 

... the challenges, created by the global information revolution 
are to the conflicts lawyer, matters of degree not substance. 
The speed, ease and ubiquity of access to protected materials 
promises an exponential growth in the number of cases in 
which the conflict of laws is relied upon to mediate between 
conflicting laws and juisdictions. But the problems thus 

r7 AUan R Stein, "The Unexceptional Roblern of Jirrisdiction in Cyberspace" ('inter, 1998) Vol. 32 
No. 4 M. Lawyer 1167 at Il9I. 

Matthew Burnstein, "A GIobal Network in a Compartmentahed Legal Enviro[11~1ent'~ in K. Boele- 
Woeiki and C. Kesscdejian (eds.), Intemet: mich court decides? mich Im applies? (Ktuwer Law 
Intemational, 1997). 

"9 Lillian Edwards, "Defamation and the Intemet" m L. Edwards and C. Waelde (eds.), Law & the 
Internet: regulah'ng cyberspace (Oxford: Hart Pubiishing, 1997). 

240 R Fentiman_ "Conflict of Law in Cyberspace" international Federation of Computer Law 
Associations, Multimedia and the Intemet Global Challenges for Law (Brussells 1996) at 28. 



revealed - of cost, hefficiency, unfaimess - are not new, 
behg inherent in a worid of legd divmity. 

It is expected that the courts will develop appropriate d e s  relating to the 

exercise of jurisdiction, which, in most cases, will adequately address the issues raised by 

commerce conducted on the Internet. It would be helpful, however, if Parliament and the 

provinces would take the initiative to create certainty where possible, for example in the 

areas proposed in the draft Unifnn Electronic Commerce Act and in the proposed Uniform 

Court Jurisdiction and Proceedings Transjèe Act. There is also a need for the international 

community to create certainty in the protection of copyright by creating an intemationally 

accepted basis for determinhg juridiction and choice of law when an act of use or 

idikgement occun on the Intemet. Although these initiatives take time, they are important 

to our new, Internet based economy, and should be given pnority. In any event, it will be 

extremely interesting to witness how legal systems around the planet will ultimately 'corne 

to grips' with the issues created by the Intemet. 




